

**پایداری شبکه های وزن دار توسط نزدیکی هارمونیک در برابر شکست آبشاری**

**چکیده**

به منظور غلبه بر محدودیت موجود روشهای وزن دار موجود و کاهش اثر شکست آبشاری ، نزدیکی هارمونیک را اتخاذ کردیم برای تغریف وزن گره که قدرت آن توسط یک پارامتر وزن θ کنترل شود. به طوری که می توان بار اولیه را با وزن گره بدست آورد. ما می دانیم که صرف نظر از میانگین درجه <k> در بارابسی-آلبرت (شبکه های BA)، نیومن وات (شبکه های NW) و شبکه های Erdos-Renyi (شبکه های ER)، آستانه بحرانی Tc با حداقل مقدار در θ بهینه دست می یابد. در این شبکه های مصنوعی به جز شبکه های NW و ER با پارامتر تحمل بزرگ T، مقدار θ بزرگتر است، مقدار CFN اندازه سقوط نرمال کوچکتر است. با مقایسه روشهای مختلف، یک یافته کلیدی این است که مقدار Tc به دست آمده با روش پیشنهادی در این مقاله به روش قابل توجهی در مقایسه با روشهای مربوط به درجه و تفاوت بین شبکه های مصنوعی و واقعی به طور قابل توجهی کوچکتر است.

در دامنه T بزرگ، روش ما کمترین مقدار CFN در شبکه های ذکر شده در مقایسه با روش های قبلی را ارائه می دهد. این نتایج ممکن است برای بهینه سازی توزیع بارهای اولیه در سیستم های زندگی واقعی و گسترش تحقیقات در مورد خرابی های آبشار در سایه نزدیکی هارمونیک مفید باشد.

**کلید واژه ها:** شکست آبشار، نزدیکی هارمونیک، بار، نیرومندی

**1. معرفی**

در بین شبکه های مختلف زیرساختی ،به دلیل حملات عمدی یا آشفتگی های تصادفی ، خرابی یک یا چند گره احتمالا باعث خرابی های پی در پی گره های دیگر یا حتی فلج شدن کل شبکه خواهد شد.باتوجه به تاثیر جدی شکست آیشاری بسیاری از مطالعات توجه زیادی به آن کرده اند.{4-1} با انگیزه کارهای قبلی ، تعداد زیادی از تحقیقات روی استحکام شبکه های زیرساختی در برابر شکست های آبشاری مانندشبکه برق{13-4} شبکه ترافیک{17-14} ، شبکه توزیع آب{18} و سیستم انرژی متمرکز شده اند .شیفر و همکاران مدل سازی از شکست های آبشاری در شبکه ها ی انتقال برق را معرفی کرده و یک مدل پیش بینی کننده برای شناسایی گره ها و لیه های کلیدی در شبکه برق طی فرایند شکست آیشاری ارائه داده است.{12}.

عملکرد شبکه های عمومی حمل و نقل ریلی شهری تحت شرایط مختلف در رابطه با درجه، فاصله و ضریب خوشه بندی مورد بررسی قرار گرفت.جایی که بار روی یک گره وابسته به فاصله آن بود.{17}.از آنجا که خرابی های آیشاری ارتباط نزدیکی با توزبع بارهای اولیه دارند ،نحوه تغیین بار اولیه (یعنی وزن) برای بهبود استحکام مهم است.

براساس بار اولیه روی گره تعیین شده با درجه آن ، مدل های شکست آبشاری در جایی ارائه می شوند که یک پارامتر تنطیم کننده مقاومت وزن گره را کنترل می کند. مشخص شد هنگامی که پارامتر تنظیم یک مقدار خاص است شبکه ها با تحلیل نظری و شبیه سازی عددی پایدارتر است.باتوجه به موارد فوق مدل های آبشاری،فو و همکاران بهبود قدرت شبکه را مطالعه کردند .به طور مشابه وزن لبه با محصول درجه گره های انتهای برای بحث در مورد استحکام شبکه تحت حمله به لبه ها تعریف شده است. علاوه بر درجه، باتوجه به تعریف بار اولیه در یک گره مربوط به فاصله آن ، خرابی های آبشاری در شبکه ترافیک جاده{16} و شبکه تامین{20} شبیه سازی شده است. بار اولیه گره به عنوان تعداد کل کوتاهترین مسیرها تعریف شده است.{1.2}{29} که شبیه به بار اولیه بدست آمده از بین فاصله است.

میرزا سلیمان و همکاران از مرکزیت فاصله گره برای تعریف وزن لبه استفاده کرد و دریافتند که شبکه با یک پارامتر تنظیم خاص بهترین استحکام را دارد و استراتژی وزنی آنها بهتر از سایرین است.{30}علاوه بر ا ین باتوجه به تاثیر اندازه گیری مرکزیت بر خرابی های آیشاری ، قنبری وهمکاران شبیه سازی ها را در شبکه های مصنوعی و واقعی انجام داده اند و دریافتند که هرچه درجه بزرگتر باشد عمق آیشار کوچکتر خواهد بود در حالی که بین سطح و سطح محلی ارتباط مستقیمی با عمق آیشار دارد{31} .به همین روش ، بار اولیه در یک لبه با فاصله آن در این مدل برابر است.از انجا که شکست آبشاری اولیه توسط بار گره های همسایه بروی ظرفیت های آنها ایجاد می شود.روشی با در نظر گرفتن اطلاعات گره منفرد و گره های مجاور آن ارائه می شود.{34.33.19.11.10} جایی که بار روی یک گره به درجه آن بستگی داشت.اخیرا براساس ترکیبی از درجه و فاصله ، روش محاسبه بارهای اولیه روی یک گره و لبه به ترتیب پیشنهاد شده است.{35.36}

در مطالعات موجود در مورد شکست های آبشاری ، بار اولیه مربوط به درجه یا فاصله آن است.یک گره به دلیل فرایند شکست های آیشاری تاثیر آن بیشتر از گره های مجاور است.به اندازه کافی دقیق نمی توان بار اولیه روی گره را از طریق درجه آن بدست آورد.اگرچه میانی بودن می تواند کل دانش یک شبکه را منعکس کند، بار مشخص شده توسط آن نمی تواند استحکام را بهبود بخشد که در این مقاله در شبکه های NW,ER نشان داده خواهد شد. علاوه بر این اگر میانی بودن صفر باشداحتمالا بار اولیه برای شیکه های واقعی صفر خواهد بود.به همین دلایل،ما نزدیکی هارمونیکی را برای تعریف وزن گره اتخاذ می کنیم .قدرت آن توسط یک پارامتر وزنی اداره می شود.توجه داشته باشید که هزگز قبل از این تحقیق صورت نگرفته است که توزیع وزن گره توسط نزدیکی هارمونیک بدست می آید.

 علاوه بر این، تاثیر شکست های آبشاری در شبکه های مصنوعی و واقعی با آستانه بحرانی و اندازه سقوط عادی اندازه گیری می شود. بر اساس این مدل، ما در مورد رابطه بین پارامتر وزن دار و شکست آبشاری بحث می کنیم و می بینیم که نزدیکی هارمونیک بدیهی است که می تواند هزینه جلوگیری از شکست آبشاری و تأثیر گره های شکست خورده بر استحکام را در مقایسه با درجه و میانی بودن کاهش دهد. مدل ما برای طراحی ظرفیت در شبکه های واقعی با پویایی جریان مانند شبکه های ترافیکی، شبکه برق و غیره مفید است.

**2. مدل شکست آبشاری با نزدیکی هارمونیک**

برای غلبه برمشکل درجه و فاصله(میانی بودن)، وزن گره توسط نزدیکی هارمونیک محاسبه می شود که می تواند بیانگر مشکل رسیدن گره به گره های دیگر در شبکه باشد. به طور کلی، هرچه نزدیکی هارمونیک بزرگتر باشد، درجه آن نیز بزرگتر است. نزدیکی هارمونیکی ciگره i به شرح زیر است:



جایی که dij طول کوتاهترین مسیر از گره i تا گره j است. N تعداد گره های یک شبکه را نشان می دهد. با توجه به Refs [23،24]، ما نزدیکی هارمونیک را برای اندازه گیری وزن گره (HW) اتخاذ می کنیم، و وزن Wi گره i را به عنوان فرض می کنیم:



جایی که θ( >0) یک پارامتر وزن برای کنترل قدرت هر وزن گره است. پس از مدل آبشاری قبلی،ما فرض می کنیم ظرفیت Ci گره i متناسب با بار اولیه آن است



که در آن T (>1) یک پارامتر تحمل است. Li (0) بار اولیه در گره i است و با وزن آن برابر است. در این مطالعه، مدل آبشاری را که با پارامترهای θ و T مشخص می شود، می سازیم.  یکی از اهداف ما این است که کشف کنیم مقدار θ چه کمک می کند تا احتمال ایجاد شکست های آبشاری را کاهش دهد. برای این منظور، استحکام شبکه با آستانه بحرانی Tc قابل اندازه گیری است. این مورد وجود دارد که وقتی T ≥ Tc، گره ها به جز گره مورد حمله از کار نمی افتند. هنگامی که T <Tc، شکستهای آبشار رخ می دهد.

در گسترش شکستهای آبشاری، گره های وزنی بزرگتر متصل به گره شکسته ،بار بیشتری را به خود می گیرند. در شبکه راهنمایی و رانندگی، راننده در جاده پرازدحام مستعد ورود به جاده مجاور با ظرفیت بالای ترافیک است تا بتواند از ازدحام احتمالی جلوگیری کند و به سرعت به مقصد برسد. این بدان معنی است که این فرض با واقعیت مطابقت دارد. از این رو، بار اضافی ΔLij (t) دریافت شده از گره شکسته i در مرحله t متناسب با وزن آن Wj است.



که در آن Γi مجموعه گره های همسایه گره i استWk. وزن گره k را نشان می دهد که با گره i متصل می شود. با توجه به بار اضافی، ما بار گره همسایه j را به روز می کنیم ،



 برای اندازه گیری تأثیر شکستهای آبشار ناشی از هر گره شکست خورده بر استحکام، ما CFi را محاسبه می کنیم که اندازه سقوط را نشان می دهد و تعداد گره های شکسته شده با حمله به گره i ،بعد از متوقف شدن فرایند شکست آبشاری است. بنابراین، مقدار CFi بین 0 و N - 1 است. سپس ما استحکام شبکه را با اندازه طبیعی سقوط CFN اندازه می گیریم، یعنی ،



**3. نتایج شبیه سازی و تجزیه و تحلیل**

از آنجا که ساختار توپولوژیکی یک شبکه به استحکام در برابر شکست آبشارها مربوط می شود، لازم است روش ما را در ساختارهای مختلف توپولوژیکی بررسی کنیم. سه شبکه کلاسیک با N = 1000 ساخته شده است، یعنی شبکه های بارابسی - آلبرت) شبکه های BA) [37]، شبکه) Newman-Watts شبکه های NW) [38]، و شبکه های Erdos-Renyi (شبکه هایER ) [39 ]، به ترتیب.

شبکه های BA به شرح زیر ساخته می شوند:  با شروع از شبکه گره های m0، گره جدید متصل به گره های موجود در هر مرحله از زمان به شبکه اضافه می شوند. با توجه به پیوست ترجیحی مبنی بر اینکه احتمال اتصال به گره های موجود متناسب با درجه گره موجود است.

 شبکه های NW به شرح زیر ساخته می شوند: از شروع حلقه های معمولی، هر گره به گره های مجاورh وصل می شود و لبه هایی با احتمال خاصی بین گره هایی که به هم وصل نمی شوند اضافه می شوند.

شبکه های ER به شرح زیر ساخته شده اند: در میان گره های جدا شده، لبه هایی با احتمال خاص به طور تصادفی بین گره ها اضافه می شوند.

 از آنجا که سه مدل معمولی شبکه ذکر شده در بالا اختلاف کمی برای هر ساخت دارند، داده های ما میانگین شبیه سازی در 20 شبکه مستقل است.

 اول از همه، ما روی مقدار Tc تحت تأثیر پارامتر وزن θ تحت مقادیر مختلف از میانگین درجه k ​​تمرکز می کنیم. همانطور که در شکل 1 (a) (b) (c) نشان داده شده است، برای سه شبکه مصنوعی ابتدا مقدار Tc کاهش می یابد و سپس با افزایش مقدار θ افزایش می یابد. این امر به این دلیل است که Tc به گره هاب(گره قطب) و گره های مجاور آن بستگی دارد.  هنگامی که مقدار θ کم است، گره درجه کوچکتر گره هاب است و گره های مجاور آن به دلیل دریافت بارهای بیشتر، احتمالاً از کار نمی افتند. در مقابل، برای مقدار بزرگتر θ، گره ای با بار بیشتر گره هاب است. بنابراین، هنگامی که θ یک مقدار معقول برای به حداقل رساندن Tc وجود دارد،ما می توانیم مقدار بهینه پارامتر وزن را بدست آوریم، \*θ.در شبکه های BA، NW و ER با مقادیر مختلفی از به ترتیب. علاوه بر این، می توان دریافت که بین Tc و k رابطه منفی وجود دارد. از شکل 1 (d)، در مورد θ \*، مقدار Tc در شبکه های BA از مقدار داده شده در شبکه های NW و ER برای مقدار داده شده k کوچکتر است، در حالی که مقدار Tc در شبکه های NW مشابه با شبکه های ER است.

 این بدان معنی است که با استفاده از روش ما درشبکه های BA راحت تر از خرابی آبشاری از شبکه های NW و ER جلوگیری می کنند. به منظور کشف رابطه بین CFN و θ، CFN با استفاده از روش ما در سه شبکه مصنوعی برای مقادیر مختلف θ محاسبه می شود زمانی که ⟨k⟩ = 6 .

 در شکل 2 (a) مشخص است که بین CFN و θ در شبکه های BA همبستگی منفی وجود دارد، این بدان معنی است که مقدار بزرگتر θ برای تقویت استحکام کل شبکه در برابر شکست های آبشاری تا حدی مفید است.

 دلیل اصلی این است که برای شبکه های BA در دامنه θ بزرگتر، بارهای چند گره و تفاوت بارهای اولیه بیشتر است. در این حالت، به دلیل وجود بارهای اولیه کوچک در میان گره ها، حمله به آن گره ها نمی تواند باعث شکست آبشاری شود.  یعنی وقتی مقدار θ کوچکتر است، میانگین گره های شکسته ناشی از حمله به هر گره کوچکتر است و لازم است از گره ها با بار بیشتر محافظت شود.

با توجه به تجزیه و تحلیل CFN در شبکه های BA، ما  متوجه می شویم که به نظر می رسد تضاد وجود دارد که در مورد ⟨k⟩ = 6، مقدار Tc کم یا حداقل است زمانی که θ = 7.8 باشد از شکل 1 (a) . هرچه مقدار θ بزرگتر باشد، مقدار CFN کوچکتر است از شکل 2 (a). سوالی پیش می آید که چرا Tc از نظر اندازه گیری استحکام با CFN متفاوت است. برای رفع این مشکل، تجزیه و تحلیل زیر در این مقاله وجود دارد.

از شکل 2 (b) (c) دریافت می شود که مقدار CFN با مقدار θ هنگامی که دامنه T بین 1.05 و 1.15 باشد، ارتباط منفی دارد،  که به طور ناقص با نتایج شبکه های BA موافق است.  با این حال، مقدار CFN زیر θ = 10 در محدوده T> 1.15 از سایرین کوچکتر است.  علاوه بر این، ما دریافتیم که مقدار CFN برای مقدار کوچکتر و بزرگتر T در شبکه های NW و ER کمی تغییر می کند. وقتی دامنه T بین 1.1 تا 1.15 باشد، مقدار CFN کاهش قابل توجهی را نشان می دهد. بر اساس تجزیه و تحلیل CFN در سه شبکه، این شباهت وجود دارد که مقدار CFN زیر θ = 6 بزرگترین است، به این معنی که شبکه در برابر خرابی های آبشار، برای مقدار کوچکتر θ آسیب پذیر است.

 از مباحث فوق در مورد شبکه های NW و ER، اندازه گیری استحکام توسط Tc و CFN نیز متناقض به نظر می رسد. این امر به این دلیل است که Tc و CFN با استفاده از روش ما بر جنبه های مختلف استحکام شبکه تأکید دارند. سابق، Tc، توسط گره هاب و گره های همجوار آن تعیین می شود که عدم موفقیت آنها به راحتی باعث ایجاد خرابی آبشار در شبکه می شود. یعنی فقط به شکننده ترین قسمت شبکه بستگی دارد و از نقش گره های دیگر غفلت می کند. علاوه بر این، اگرچه مقدار Tc منعکس کننده حداقل هزینه ای است که شبکه ها می توانند از خرابی های آبشار جلوگیری کنند، اما نمی توان از تأثیر گره های شکسته در صورت خرابی های آبشار آگاهی داشت. دوم، CFN، به میانگین اثر هر گره شکسته در کل شبکه توجه می کند، و استحکام کل شبکه را در برابر خرابی های آبشار اندازه گیری می کند.

به عنوان مثال، از شکل 2 (a) در مورد θ = 14 و T = 1.09، مقدار CFN به اندازه کافی کوچک است، اما CFN است که برابر صفر نیست. با افزایش T، مقدار CFN زیر θ = 7.8 ابتدا در مقایسه با مقدار زیر θ = 14 به صفر کاهش می یابد، که مطابق با تجزیه و تحلیل شکل 1 (a) است. بنابراین، پارامترهای وزن بهینه به دست آمده توسط شاخصهای ذکر شده در بالا ممکن است  وقتی ما استحکام شبکه را با HW ارزیابی می کنیم. یکسان نباشند.

در مدلهای آبشار قبلی، بار روی یک گره به درجه آن بستگی دارد [23،24] و میانی بودن [16]، از این رو برای مقایسه روش ما و روش های موجود، برای محاسبه بار اولیه، ما دو مدل با توجه به درجه (DW) و میانی بودن (BW) ایجاد می کنیم، که به شرح زیر است:





جایی که ki و bi به ترتیب درجه و میانی بودن گره i هستند. به منظور بررسی اینکه آیا روش ما باعث ایجاد شبکه قوی تر برای (k) های مختلف می شود، مقادیر θ \* به ترتیب به دست آمده توسط HW، DW و BW برای مقایسه این سه روش استفاده شده است.

همانطور که در شکل 3 مشاهده می شود، مقدار Tc در زیر HW از آنچه در زیر DW و BW کوچکتر است، مهم نیست که چه نوع از شبکه است

 به خصوص در محدوده <k> کوچکتر، ظاهراً مقدار Tc توسط HW کاهش می یابد. بنابراین، HW می تواند هزینه زیادی را برای جلوگیری از خرابی آبشار در شبکه های مصنوعی مختلف صرفه جویی کند.  از نظر روشهای موجود در شبکه های BA، مقدار Tc بدست آمده توسط BW نسبت به DW بدون در نظر گرفتن از آن کوچکتر است.

در شبکه های NW و ER، BW در مورد ⟨k⟩ = 6 از DW بهتر عمل می کند  در حالی که BW به سختی با DW در محدوده بزرگتر K متفاوت است.

 شکل 4 نشان می دهد که مقدار CFN به دست آمده توسط HW در مورد T> 1.08 کمترین میزان را در شبکه های BA دارد و منحنی HW در مورد T>1.15 در شبکه های NW و ER پایین تر از سایرین است. که نشان می دهد که HW می تواند تأثیر گره های شکسته را در شبکه تا زمانی که ظرفیت گره ها بیشتر باشد، کاهش دهد. علاوه بر این، برای روش های موجود، مقدار CFN تحت BW از آنچه در زیر DW در شبکه های BA و NW وجود دارد، کوچکتر است و مهم نیست که ارزش T چیست. در شبکه های ER با T کوچکتر یا بزرگتر، به همان روش، BW کمی بهتر از DW است.







**4. مطالعات موردی**

 برای کشف کاربرد سه روش وزن دار ،ما دو شبکه کلاسیک جهان واقعی را برای شبیه سازی، یعنی شبکه برق ایالات متحده [40] و شبکه سطح اینترنت AS AS [41] انتخاب می کنیم. شبکه برق ایالات متحده از 4941 گره و 6594 لبه تشکیل شده است. شبکه سطح اینترنت AS از 22 963 گره و 48 436 لبه تشکیل شده است.

از شکل 5 بدیهی است که در دو شبکه دنیای واقعی، مقدار Tc به دست آمده توسط HW کمترین است، که کاملاً با نتایج شبکه های مصنوعی مطابقت دارد. به طور خاص برای شبکه سطح اینترنت AS، مقدار Tc بدست آمده توسط HW فقط 1.087 است، در حالی که موارد DW و BW به ترتیب 1.619 و 1.870 است.

 بنابراین توزیع وزن گره مطابق HW مؤثر است و این دو شبکه زیرساختی با HW قادر به جلوگیری از خرابی آبشار با هزینه کم هستند. همانطور که در شکل 6 نشان داده شده است، منحنی CFN در زیر HW کمترین میزان در محدوده T> 1.26 در شبکه برق ایالات متحده است، که مشابه مشاهده شبکه های مصنوعی است.

در شبکه سطح اینترنت AS، مهم نیست که مقدار T چیست، مقدار CFN بدست آمده توسط HW کوچکترین است. برای روش های قبلی در این شبکه های واقعی، این نکته مشترک وجود دارد که DW در مورد استفاده از Tc برای اندازه گیری استحکام، از مزیت مشخصی در مقایسه با BW برخوردار است، که با استفاده از CFN برای اندازه گیری استحکام مخالف است. با توجه به نتایج شبیه سازی فوق می توان نتیجه گرفت که روش ارائه شده در این مقاله نسبت به روشهای قبلی عملکرد بهتری برای شبکه های واقعی دارد.





**5. نتیجه گیری**

 در مدلهای آبشاری قبلی، روشهای وزن دار به درجه یا میانی بودن متکی هستند. از یک دیدگاه جدید، ما یک رویکرد برای تعریف وزن گره با توجه به نزدیکی هارمونیک با پارامتر وزن θ اراده دادیم، که در آن رفتارهای واکنش آبشاری شبکه های دنیای مصنوعی و واقعی پیشنهاد شده است. دریافتیم که وقتی مقادیر θ به ترتیب برابر با 7.8، 7 و 8 در شبکه های BA، NW و ER به ترتیب است، مقادیر آستانه بحرانی Tc به حداقل مقدار می رسد. بین θ و CFN در شبکه های BA رابطه منفی وجود دارد، که با مشاهده شبکه های NW و ER با T کوچکتر موافق است.  با توجه به مقایسه روشهای مختلف وزنی، قابل توجه است که مقدار Tc با روش ما بدیهی است از روشهای قبلی در شبکه های مصنوعی و واقعی کوچکتر است. علاوه بر این، روش ما باعث می شود که CFN در طیف وسیعی از T بزرگتر از روشهای موجود باشد. اگرچه روش ما عملکرد بهتری دارد، اما نزدیکی هارمونیک ممکن است پیچیدگی محاسباتی بزرگتر در شبکه های در مقیاس بزرگ داشته باشد و گره شکست خورده تأثیر جدی تری در شبکه در دامنه T کوچک داشته باشد.  در کار بعدی، ما شکستهای آبشار ناشی از حمله به لبه ها در شبکه های وزنی با نزدیکی هارمونیک را مطالعه خواهیم کرد. به طور خلاصه، این مقاله می تواند برای تقویت استحکام شبکه های دنیای واقعی مفید باشد، و تحقیق در مورد شکست های آبشار را با توجه به نزدیکی هارمونیکی توسعه دهد.
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