Technological Forecasting & Social Change 146 (2019) 1-11

Contents lists available at ScienceDirect Technological

Forecasting

Social Change

An Inlernational Journal

Technological Forecasting & Social Change

journal homepage: www.elsevier.com/locate/techfore e

Rethinking the national defense R&D innovation system for latecomer:
Defense R&D governance matrix

Check for
updates

Jun Gon Lee, Min Jae Park”

Department of Business Administration, Seoul School of Integrated Sciences and Technologies (aSSIST), 46 Ewhayeodae 2-gil, Seodaemun-gu, Seoul, Republic of Korea

ARTICLE INFO ABSTRACT

The purpose of this study is to present defense R&D governance model for governance analysis and decision
making in defense R&D programs. In particular, by utilizing the MIT Sloan IT governance matrix and through
Delphi surveys of a group of defense R&D experts, an efficient governance model of national R&D and weapon
systems acquisition area is deducted and at the same time policy implications and directions of defense R&D and
weapon systems decision making processes for technology-pursuing countries are presented. This study con-
tributes to the decision making of R&D and weapon systems acquisition programs that utilize defense R&D
governance, by allowing many corporations trying to enter emerging economies to understand those countries'
defense R&D governance models. This study emphasizes that the governance with the most optimal combination
of the Decision types (R&D Principles, R&D Architecture, R&D Infrastructure, Business Application Needs, R&D
Investment) and the Archetypes (National R&D Committee Monarchy, Defense Agency Monarchy, Federal,
Defense Industries Monarchy) must be reflected on national defense R&D programs and weapons systems ac-
quisition procedures, in accordance with the scale and budget of a given program. This can be applied through

Keywords:

Defense R&D

R&D governance
Latecomer

National Innovation System
Decision-making process

various means to benefit national defense R&D and weapons system-related projects in different countries.

1. Introduction

The defense industry, as an industry of regulations and procedures
to execute R&D and weapon systems acquisition programs with planned
defense budgets, has been continuously developing in detail according
to each country's policies (Davies and Hobday, 2005). In particular, the
defense industry is large and diverse in terms of the program scale and
budget size, and all programs must be executed within regulations and
procedures, from the long-term requirements phase to program ex-
ecution procedures and decision-making processes per each phase.
Occasionally, due to the nature of the defense industry, the structure
and program execution decision making processes may not be flexible,
and flexibility or innovation is seen only in a restricted form, meaning a
lot of reviews and time spent on many unforeseen aspects when various
changes occur (Malik, 2018). In order to overcome this problem, it is
important to execute R&D programs by deducting the best possible
acquisition methods through a process of mixed consultation and
agreement that crosses boundaries between other related agencies in
the field of science and technology, including related defense agencies,
through defense R&D governance from the program's initial planning
phase for related technology that is to be acquired (Cho et al., 2016;
Henriksen and Ponte, 2018).
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Eventually, this allows for effective execution and program man-
agement in all areas including budget, development period and level of
technology acquired, by managing a program's foreseeable dangers
from the initial phase. In this regard, the application of innovative
defense R&D governance must be considered as a compulsory factor.
Governance is concerned with developing and implementing appro-
priate structures and processes for directing and managing an organi-
zation so that stakeholders can be assured that the department is op-
erating effectively and efficiently (Mowery, 2010). The definition of
defense R&D governance is based on the assumption that defense-re-
lated parties are involved in mutual cooperation to resolve and manage
issues related to research and development with related organizations
in a series of processes ranging from initial research stage to practical
use of defense science and technology method (Godoe, 2000;
Hendrickson et al., 2018).

Defense acquisition systems are usually categorized into four broad
concepts (Fox and Field, 1988). These include 3 categories in the R&D
and acquisition area — what to acquire (R&D/weapon systems re-
quirements), when to acquire (yearly planning and budgeting) and how
to acquire (acquisition methods and program execution) — and plans for
stable follow-up logistics support after completion of development and
production & deployment. Since this entire acquisition process and
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program execution system is connected with a single link, decision
making from the initial phase through defense R&D governance is of
highest importance, and this is directly linked with the development
and growth of each country's defense science and technology. Questions
that may be deducted for this study are as follows:

1. Does government-wide governance between governmental organi-
zations for decision making in defense R&D and weapon systems
introduction programs exist?

2. Is there any way to conduct efficient review and discussions at the
intergovernmental level on core technology and weapon systems to
be acquired within regulations and procedures from the initial phase
of program execution?

3. How should defense innovation systems be formed?

The ultimate goal of defense R&D governance is to develop the
fastest and most effective method that allows the military branch re-
quiring weapon systems to operate them. To do this, considering the
characteristics of the defense industry, governance (including defense
decision making processes) is being executed, led by defense related
organizations. However, governance needs to be applied at the national
level for the most effective decision making in situations where national
R&D is being executed and developed at various branches in the gov-
ernment, and action needs to be made quickly against new changes in
national defense, including technological innovation of science and
technology performance and convergence at the national (as well as
social and economic) level, by establishing an integrated national sci-
ence and technology coordination scheme. In particular, Defense R&D
is a risky undertaking as the outcome is uncertain; therefore, decision
makers should incorporate flexibility into investment decisions
(Mowery, 2010; Stowsky, 2004). From the past, there has been a his-
torically and regionally close relationship between the defense industry
and politics/diplomacy. Especially in defense, due to the nature of the
industry, there have been continuous efforts to acquire capabilities for
the development, improvement, production and operation of weapon
systems through independent R&D by fully utilizing each country's own
abilities instead of relying on foreign countries (Rotblat et al., 2016).

Ultimately, the defense industry is connected to direct national
power and diplomatic power, symbolic of strong countries, and from
this standpoint the recent process of negotiations for denuclearization
on the Korean Peninsula through the US-North Korea summit meetings
cannot be seen as entirely unrelated. Therefore, beyond just a means of
defense for the comfort and survival of a country, the importance of the
defense industry's growth engine, combined civil-military technology
development and mutual application will gradually increase, and we
can eventually say there has been a transition of strategy that goes
beyond national security and the improvement of military combat
capabilities to policies that simultaneously consider the national in-
dustry and economic growth (Kollias and Paleologou, 2017). Internally,
considering the defense industry's unique nature, transition needs to be
made to defense R&D's innovation system with a synergy effect through
inter-industrial cooperation, and externally, we can expect the defense
industry to play the role of an economic growth engine through policies
to develop and grow in the export market with technology that has been
accumulated and secured (Desli et al., 2017).

The purpose of this study is to present defense R&D governance
model for governance analysis and decision making in defense R&D
programs. In particular, by utilizing the MIT Sloan IT governance ma-
trix and through Delphi surveys of a group of defense R&D experts, an
efficient governance model of national R&D and weapon systems ac-
quisition area is deducted and at the same time policy implications and
directions of defense R&D and weapon systems decision making pro-
cesses for technology-pursuing countries are presented. This study may
contribute to the decision making of R&D and weapon systems acqui-
sition programs that utilize defense R&D governance, by allowing many
corporations trying to enter emerging economies to understand those
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countries' defense R&D governance models.

The sequence of study is as follow. In Section 2, the characteristics
of and challenges to the defense R&D area are presented along with
existing studies on governance and decision making. Next in Section 3,
the R&D governance matrix is presented based on current literature,
and the components thereof are explained. In Section 4, the presented
framework is actually applied to the situation in the Republic of Korea,
and appropriate governance types per decision making type are pre-
sented by utilizing the Delphi method. Based on the above results,
Section 5 Discussion draws the implications of this study, and finally in
Section 6 the limitations of the study and future research are presented.

2. Literature review
2.1. Latecomer's challenges in defense R&D

Compared to other industries, the defense industry designates pro-
grams that develop and produce all sorts of articles that are either di-
rectly or indirectly necessary militarily for national defense (Mowery,
2010). It takes the form of a major government-led industry that de-
velops, produces and maintains weapons, among other articles required
in the military, which are critical to enhancing defense capabilities. The
latecomer advantage that arises from latecomers' pursuits in general is
not applicable in this industry. The unique nature of the defense in-
dustry explains this in detail.

First, the defense industry is closely related to a country's political
and military goals, and defense budget distribution and expenditure,
necessary for securing the economic and technological foundations
required for investment in the defense industry, are extremely flexible
depending on tensions with neighboring countries (Karabag and
Berggren, 2016; Mowery, 2010). Furthermore, measurement of the
investment effect that is emphasized in other industries has a structural
limitation in the defense industry since a reasonable amount of profit is
guaranteed by the government. Especially in the case of latecomers in
the defense industry, opportunity costs of political and social compe-
tition for the limitation and finitude of available resources and prio-
rities in distributing resources, along with political and military mo-
tives, are triggered (Li, 2010). This has the side effect of reducing
expenditure in other areas such as welfare, and at times the impact of
surrounding politics and lowering of tension with neighboring countries
lead to sudden changes in budget distribution and policies.

Second, unlike other civilian areas, the defense industry is by nature
a strategic national security industry. Trebelicock (1969) and
Christensen (1989) stated that the defense industry has the multiplicity
of not only strengthening forces in the military and state of the art
technology acquired through defense-related R&D having a spillover
effect on civilian industries, but also contributing to the national
economy through the export of defense articles (Moretti et al., 2014;
Plummer and Gilbert, 2015). However, strategic articles related to the
defense industry are categorized as a country's strategic assets and are
subject to control by that country and the component's exporter. The
Coordinating Committee for Multilateral Export Controls (CoCom) was
established by Western bloc powers in the first five years after the end
of World War II, during the Cold War, to put an arms embargo on
countries. In the United States, CoCom compliance was implemented in
the 1960s via the Arms Export Control Act (AECA) and the State De-
partment's regulatory supervision on AECA via International Traffic in
Arms Regulations (ITAR), which are still in effect. ITAR is a U.S. reg-
ulatory regime to restrict and control the export of defense and military
related technologies to safeguard U.S. national security and further U.S.
foreign policy objectives. Europe and countries that export weapons
also apply strategic weapon export control laws by considering the si-
tuation of each country. They manage and control the export of tech-
nology-related intangible assets such as technology transfer, intellectual
property rights etc. and tangible assets like defense articles (Bontis,
2001; Kaplan et al., 2004). The defense industry is a capital-intensive
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industry that involves immense capital investment and is also a tech-
nology intensive industry that requires highly complex technology and
precision. Defense articles, due to the distinct characteristic of their use,
are a supply market led by advanced countries and planned, developed
and produced by state-of-the-art technology, and control on technology
transfer of advanced weapon systems is continuously being reinforced
(Kaplan et al., 2004). Such characteristics of defense industry are based
on international political relations in each country. In other words,
global dependency has a great impact on national Defense R&D strategy
(Neuman, 2010).

Third, when looking at the global conditions and environment that
the defense industry currently faces, we see that in the past war took the
form of mass destruction and casualties at its center due to the devel-
opment of advanced military science and technology, but since the
latter half of the 20th century a new form of war has risen, one in which
victors of war have minimal death and destruction. As a result, future
warfare will be affected by the fourth industrial revolution and strategic
concepts, operations and tactics of the future combat environment are
expected to determine the outcome of war, having been expanded
based on command and control, long-range precision strike, manned/
unmanned cooperative systems, artificial intelligence etc. which have
incorporated state of the art science and technology (Burmaoglu and
Saritas, 2017; Coccia, 2018). Therefore, regarding defense R&D and
weapon systems, the global trend for advanced countries and lateco-
mers alike at the national level is focused on self-development of
weapon systems, which are key forces in future warfare. However,
advanced countries avoid the transfer and sale of military technology
even to allies and continue to invest vigorously in defense R&D to se-
cure original, core technology (Coccia, 2018). Such internal and ex-
ternal environments are factors that pose as challenges to the techno-
logical pursuits of latecomers and make it difficult to overcome the
technological gap with advanced countries (Lee and Yoon, 2015). It is
time for a new R&D strategy for latecomers to search for ways to secure
core technology of which advanced countries are avoiding to transfer
and sell.

Looking at the global defense industry's current status, among the
2016 SIPRI Top 100 arms-producing and military services companies in
the world (excluding China), there are 44 US companies and 28
European companies, which adds up to a total of 72 companies in the
US and Europe; by contrast, there are only 17 Asian companies (in-
cluding Australia). This is closely related to the defense industry's
generational history and global dependency. During the years sur-
rounding the first World War, the US and European countries such as
US, UK, France and Germany began to lead the defense industry and
have done so until the present day, and latecomers including Korea who
entered the industry after the second World War are continuously
nurturing and growing the defense industry, and are included in the
upper tier in terms of defense expenditure within the global defense
market.

However, compared to other industries, there still remains a gap
between advanced countries and latecomers in the area of core tech-
nology and weapon systems acquisition methods, something that is not
expected to be easily overcome in the short run. This can be explained
by the continuous increase in defense budgets and globalization of the
defense industry. After the post-Cold War era in the latter half of the
20th century, the world met globalization of weapon development,
production and marketing, and a movement away from weapon pro-
duction by a single country to the form of a global market is gradually
on the rise. Advanced defense industry countries, in order to occupy in
advance and pioneer breakthroughs in the export market, are trying to
establish a global sourcing network and regional posts. In order to
disperse investment cost and risk and to strengthen the marketing
capabilities of the defense industry, M&As of global defense industries,
R&D in defense articles and international cooperation and strategic
partnerships in certain defense areas are being executed. In particular,
through a development method known as Risk Sharing Partnership
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(RSP), joint investment methods have been occasionally selected by
sharing risks such as development and nurturing costs and by dis-
tributing future sales profits according to the investment ratios
(Figueiredo et al., 2007).

Also, the example of the F-35 fighter aircraft development by in-
viting joint development investors' investments and the Republic of
Korea Air Force's KF-X next generation fighter program are some good
examples of joint development through the invitation of investors like
the Indonesian government and system OEMs. Therefore, latecomers
who are facing this global environment must search for ways to tran-
sition to globalization of the defense industry in order to increase the
industry's efficiency, and there needs to be efficient decision making in
industrial cooperation and defense R&D governance. This makes it
possible to cover both security and national economic industry, by
combining and commercializing advanced countries' state of the art
technology to pave new roads and expand to the economic, industrial
areas to go beyond the defense industry's current level of national se-
curity. Based on the global history and the international relations of the
defense industry, not only endogenous factors have been affected but
also exogenous factors such as international relations have been sig-
nificant (Neuman, 2006).

2.2. Defense R&D innovation governance system

“Innovation is change that creates a new dimension of performance.”
(Drucker, 2014). Continuous innovation is recognized as a compulsory
condition for future growth in the global economy. Especially, ever
more emphasis is placed on the importance of innovation, which plays a
key role alongside the creation of new technology that accompanies
economic growth when aiming at the global market. As a result,
questions regarding R&D and productization of new knowledge, re-
search-oriented universities that pursue the combination of knowledge
and commercialization, and how to establish industry-academic in-
novation clusters based on such universities have become key issues of
government policy. The status and areas of innovation policies of major
countries, including OECD countries, are also changing. Countries
consider innovation policies as key policies for governance in all as-
pects, including the society and economy, and are emphasizing the
status and role of innovation (Guo et al., 2018; Lee and Fong, 2018).

They are transitioning innovation policies to substructure type po-
licies which form the foundation for policies in all areas, not just to the
restraints of science and technology. Innovation policies, which were
traditionally focused on development in science and technology and the
nurturing of industry, have expanded to areas such as labor, finance,
environment, regional development, health and medical treatment and
etc. (Nill and Kemp, 2009). OECD and EU countries are responding to
such changes by introducing new innovation policy perspectives and
are emphasizing the importance of innovation governance as a key
agenda. Innovation and technology development are the result of a
complex set of relationships among actors in the system, which includes
enterprises, universities and government research institutes (Johnson,
2008). For policy-makers, an understanding of the national innovation
system can help identify leverage points for enhancing innovative
performance and overall competitiveness. It can assist in pinpointing
mismatches within the system, both among institutions and in relation
to government policies, which can thwart technology development and
innovation (Etzkowitz and Ranga, 2015; Mowery, 2010). Policies which
seek to improve networking among the actors and institutions in the
system and which aim at enhancing the innovative capacity of firms,
particularly their ability to identify and absorb technologies, are most
valuable in this context. The core of the innovation system theory is
that technological change comes not only from a single company or
research institute, but also with the interaction with the social structure
of the enterprise or research institution. The importance of innovation
governance is emphasized by promoting innovation policy, which was
relatively less important than economic policy and industrial policy, as
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the core of state administration. The current edition of the Oslo Manual
identifies four types of innovation (Bloch, 2007):

- Product innovation: the introduction of a good or service that is
new or significantly improved with respect to its characteristics or
intended uses. This includes significant improvements in technical
specifications, components and materials, incorporated software,
user friendliness or other functional characteristics.

Process innovation: the implementation of a new or significantly
improved production or delivery method. This includes significant
changes in techniques, equipment and/or software.

Marketing innovation: the implementation of a new marketing
method involving significant changes in product design or packa-
ging, product placement, product promotion or pricing.
Organizational innovation: the implementation of a new organi-
zational method in the firm's business practices, workplace organi-
zation or external relations.

Due to the nature of the defense industry, the strong will of the
government is compulsory for innovation in technology and institu-
tional improvement through defense R&D innovation governance. In
general, the majority of latecomers to the defense industry face many
limitations in reality in the execution of economic and industrial de-
velopment policies and efficient export policies (Lee and Yoon, 2015),
because of factors such as immense investment costs, high development
risk and a restricted market etc. when expanding defense R&D. Within
the worldwide phenomenon of defense industrialization, unlike the
post-Cold War era in the past when investment in military expenses
were solely focused on strengthening military power, continuous in-
vestment in the defense industry is possible only when new methods to
contribute to civilian technology and economic development are sear-
ched for. Therefore, advanced countries have regarded the defense in-
dustry as a national strategy industry and have continuously pioneered
new roads by combining and commercializing state of the art tech-
nology. However, latecomers have developed from “advanced coun-
tries-following” to “advanced countries-pursuing” type countries and
are showing a trend of transitioning to a “defense market leading”
paradigm that contributes to the national economy and gradually leads
defense exports (Mowery, 2010). Therefore, there is a search for ways
to increase R&D efficiency and improve the defense industry's external
competitiveness through the defense industry's globalization, com-
prised of introduction and joint development of state of the art tech-
nology in cooperation with advanced countries.

In the US, the defense Innovation Board (DIB) is one of several in-
dependent federal advisory committees advising the Secretary of
Defense on various issues. Focusing less on long studies and more on
rapidly producing action plans and experiments, the DIB makes its
proposals through the prism of three major challenges: people and
culture; technology and capabilities; and practices and operations. The
DIB is part of the larger, emerging innovation ecosystem at DoD and the
mission is to provide the Secretary of Defense, Deputy Secretary of
Defense, and other senior leaders across the Department with in-
dependent advice and recommendations on innovative means to ad-
dress future challenges. One of the cases that is often mentioned as
having innovative R&D is the Defense Advanced Research Projects
Agency (DARPA) under the Department of Defense. DARPA has gar-
nered much attention with a series of innovations such as internet,
stealth aircraft, GPS and the da Vinci robot. One of the most important
factors that define the DARPA creative culture and explain its long and
continuing history of innovation are Trust and autonomy Risk-taking
and tolerance of failure (DARPA, 2016). A culture of innovation that is
rooted at the highest levels of DoD is required and each echelon of the
Department must be structured to rapidly adapt and field capabilities
that leverage the advances that are occurring at an ever increasing pace
in the commercial and defense technology sectors. The US defense R&D
system's key strategy lies in inducing active joint development and
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Table 1
The main exporters and importers of major weapons.

Exporter Global share (%)
1 USA 33
2 Russia 23
3 China 6.2
4 France 6.0
5 Germany 5.6
6 UK 4.6
7 Spain 2.8
8 Italy 2.7
9 Ukraine 2.6
10 Israel 2.3
Importer Global share (%)
1 India 13
2 Saudi Arabia 8.2
3 UAE 4.6
4 China 4.5
5 Algeria 3.7
6 Turkey 3.3
7 Australia 3.3
8 Iraq 3.2
9 Pakistan 3.2
10 Viet Nam 3.0

Source: SIPRI Arms Industry Database (2017).

broad activation of related industries and securing and maintaining a
technological advantage through the development of new state of the
art technology, innovative research and organizational management.

This situation and reality is also recognized in Europe and on
November 2017 EU countries agreed on the big framework for
strengthening military operational capabilities and jointly invested in
new weapons and military equipment development through the
Permanent Structured Cooperation on Security and Defense (PeSCo).
The European Defense Agency (EDA) suggests to jointly develop
weapons and equipment which can create a synergy effect and to sys-
tematically monitor the military budget and procurement plans of
member countries to reduce duplicate investments. EDA's innovation
strategy is one that promotes continuous innovation of the defense area,
procedures for collaboration between EDA member countries and ac-
tivation of technological innovation to make various research activities
and participant by agents possible to develop and occupy future tech-
nology in advance. Defense R&D systems of the majority of latecomers
to the defense industry have the pursuing structure of applying, de-
veloping and purchasing weapon systems from advanced countries. As
shown in Table 1, among the rankings of main exporters and importers,
the top 10 importers are comprised of countries other than the US and
European countries; on the other hand, 6 countries, i.e. 60% of the top
10 exporters, are advanced countries including the US and European
countries.

In the end, the direction of compulsory strategies to secure com-
petitiveness for latecomers' defense R&D and weapon systems devel-
opment is to consider important factors for the operation of defense R&
D governance which sets defense R&D innovation policies and direc-
tions. This needs to be based on military strategy and operation con-
cepts that take into consideration the defense budget and current level
of technology (Christensen, 1989). From the perspective of not only the
aspect of securing technology but also innovation, long term macro-
scopic policies that consider policy innovation governance, such as
collaboration with advanced countries, needs to be established for
weapon systems acquisition direction, economic efficiency, selection
and concentration and global markets (Karabag and Berggren, 2016; Li,
2010). The innovation capabilities of open innovation, a globally new
technological innovation trend, convergence between technologies and
disruptive technology development and etc. need to be utilized in the
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Fig. 1. 2018-2022 defense industry development mater plan.

civilian sector that has seen rapid growth and has been openly searched
for. As the Fig. 1 shows, in Korea there is a transition from the current
stable, pursuing type of R&D to a challenging, leading type R&D to
strengthen defense R&D capabilities. It is improving R&D planning
systems connected to the fourth industrial revolution so that future-
oriented defense technology may be incorporated in other departments'
R&D programs and is attempting to create a new future technology
development system, as well as a new key technology development
system that is not based on weapon systems requirements through re-
lated laws and regulations (Mowery, 2010).

Through system improvement and government level inducement to
apply advanced civilian technology and policies which actively utilize
national R&D capabilities, activation of practical civilian technology
cooperation programs to utilize advanced civilian technology in the
military, expansion of participation in defense programs and more
flexibility of defense R&D systems for smooth execution is required.
Moreover, consistent policies for effective and stable key technology R&
D through continuous expansion of investment in defense R&D budget
need to be executed (Henriksen and Ponte, 2018).

2.3. R&D governance and decision-making

Globally, a country's R&D innovation policies and innovation gov-
ernance reflect a country's unique historical and institutional char-
acteristics, and these go through a process of continuous change in
response to changes in internal and external environmental factors that
interact with innovation activities (Cho et al., 2016). Although these are
collected as a certain form of governance, there is a difference to what
is actually operated according to the contextual situation of a society
and the unique institutional legacy of a country (Boekholt et al., 2002.
Since the 2000s governments have recognized innovation governance
design, as a result of raising the status and expanding the area of in-
novation policies, as a key priority task and have gone through various
attempts. They present the realization of “Integrated Innovation Policy”
and “Broad-based Innovation Policy” as main policy directions and em-
phasize the overall planning of innovation policies, strengthening the
function of adjustment, increase of connection and integration between
related departments, securing policy intelligence, and increasing the
incorporation of social requirements (Burmaoglu and Saritas, 2017).

Furthermore, going beyond classic science and technology admin-
istrative systems, there is a search for how to establish the problem of
connection and integration of innovation agents from the National
Innovation System (NIS)'s perspective (Boekholt et al., 2002; Kuhlmann
and Edler, 2003). Governance, as an institutional mechanism that af-
fects individual and group behavior, includes cultural aspects such as
members, relations between members, distribution of resources, the
structural aspect of an organization, and rules and regulations (Davies
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and Hobday, 2005). Innovation governance is a subservient unit to
governance of a country, and has the primary goal of economic de-
velopment and the strengthening of national competitiveness based on
technological innovation through R&D. If the overall concept of tech-
nology and institution that leads to technological innovation is phrased
as NIS, innovation governance is a component of NIS.

As R&D policies are expanded from just one of many policy areas
per department to innovation policies that are the foundation for all
policies, the concept of innovation governance is also continuously
expanding (Coccia, 2018). More emphasis is laid on the formation and
execution process of policies rather than the contents of individual in-
novation governance policies, and focus is put on interaction among
various actors to decide together the priorities, strategies, activities and
results of innovation. It involves the complexity and management of
decision making flows and tangible/intangible resources, and funda-
mentally adjusts mutual dependence, connection, network, partnership,
co-revolution and mutual adaptation (Etzkowitz and Ranga, 2015).
Governance brings a change to systems by newly presenting or rea-
ligning the priority of policy goals and means, and newly forming actors
of policy network, functions and structural interconnection. From the
fact that the concept of innovation governance emphasizes the process
more than the contents and that it includes both structural and cultural
aspects, innovation governance design may be understood as meaning
the execution system and related rules design for the formation and
execution of policy. According to Arnold (2004), adjustments related to
innovation policies of a country are carried out at four levels.

First, level 1 policy adjustments are high level, government-wide
policies, and are at the uppermost level. This is the phase where the
general direction and priorities of the entire NIS are set, and govern-
ments either receive assistance from various experts or utilize means
with binding power such as decision making through government
committees. Level 2 policy adjustments are the phase where policies are
adjusted between government departments. At this phase, adjustments
are mostly based on government departments' missions. If adjustments
are not made, there is a tendency for each department to pursue in-
dependent policies with responsibilities in each area. At this level, inter-
departmental government groups occasionally function as adjustment
mechanisms of level 1, in areas such as administrative aspects and/or
policy issues. Level 3 has a more functional/executional characteristic
and pursues the consistency of funding organization activities.
Moreover, this may include not only administrative adjustments of
funding activities but also more practical adjustments such as joint
program planning. Finally, level 4 is the phase where we see actual
research and innovation as well as adjustment between research/in-
novation agents. This level of adjustment tends to be executed through
self-organization rather than utilizing official mechanisms.

The network of science, technology and policy has gone through a
structural reform; now entities that do not belong to the scientific and
technological fields, such as users, consumers, civil organizations and
the general public, can participate in the policy-making process,
whereas, in the past, only the R&D-related innovation entities, such as
companies and R&D institutes, were allowed (Henriksen and Ponte,
2018). Now that an innovation policy has to be more than a supplier of
technology and considering the socio-economic demands, its transpar-
ency and responsiveness have been more emphasized, and the big
question is on how to link and integrate innovation facilitators within a
complex system (Johnson, 2008). This is especially true in the R&D
governance for national defense; an organic organizational system
should be established for the sake of open R&D. In addition, there have
been changes to the types of elements that countries pursue for national
defense, in accordance with the changes to the patterns of war.

Therefore, it is imperative that the foundation for self-reliance in
national defense be laid out by securing the capability to develop state-
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of-the-art weapons of new technology and new concept, all of which
can be achieved through selecting certain pieces of cutting edge tech-
nology for future warfare and intensively developing them on a stra-
tegic level (Coccia, 2018). As for national defense-related R&D, which
requires superior technological competitiveness, its planning must be
expanded to include in projects various researchers with innovative
ideas; an open format based on closer cooperation between the industry
and the academia should be created. Furthermore, the assignment of
roles among R&D entities must be accomplished so as to effectively
bring in technological innovation in the area of national defense R&D.

3. Model development

This section presents the research model, by which one can analyze
governance for national defense R&D. Weill & Ross' IT Governance
Matrix (Weill and Ross, 2004) was modified and used in order to draw
implications regarding the overarching decision-making entity of na-
tional defense R&D governance. This model is based on IT governance-
related case-studies conducted on 256 companies in 23 countries across
North America, Europe and Asia; the matrix presents five types of de-
cision making and six types of governance, and each of its cells shows
which type of decision making is done by which type of governance. Its
framework suggests that clarification is needed on the identity of the
decision-maker (Archetype) and the problem solving (Decision) in
order to manage and utilize IT more effectively. Archetypes are largely
divided into six: Business Monarchy, IT Monarchy, Feudal, Federal, IT
Duopoly, and Anarchy. Decision types are largely divided into five: IT
Principles, IT Architecture, IT Infrastructure, Business Application
Needs and IT Investment. The relevant definitions are presented in
Tables 2 and 3, while IT Governance One Page Matrix is depicted by
Fig. 2. Based on these components, new Archetypes and Decisions that
are customized for national defense R&D Based are covered in the next
section.

For national defense R&D, the Decisions are largely divided into R&
D Principles, R&D Architecture, R&D Infrastructure, Business
Application Needs and R&D Investment. The Archetypes are divided
into National R&D Committee Monarchy, Defense Agency Monarchy,
Federal, Defense Industries Monarchy and Anarchy. Based on the
abovementioned categorization, Fig. 3 presents the Defense R&D gov-
ernance matrix. The archetype of National R&D Governance is placed in
models according to the degree of governance centrality. Decisions are
located according to the country's influence of global dependency.
Through the presentation of research model based on this arrangement,
the importance of both endogenous factors and exogenous factors such
as international relations are emphasized and expressed.

This research aims to identify the appropriate type of governance
needed per type of decision-making by the national defensive techno-
logical sector, within the digital transformation environment, in which
efficient program management and budget execution, as well as

Archetype
P Business IT

Decision Monarchy Monarchy

Feudal
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Table 2
Description of archetypes in IT governance matrix.

Archetype Description

Business monarchy Individual or board of directors (excluding independent
activities by IT officers)

IT monarchy Individual or board of IT officers (group of IT experts)

Feudal Leader of each business unit

Federal Coalition of executives and business representatives
IT Duopoly Leaders of IT office and business office

Anarchy Individual or small decision-making group

procurement of core technology are emphasized. Among the
Archetypes presented in the suggested framework, a National R&D
Committee Monarchy represents the form in which the highest level of
R&D committee on national-level or a corresponsive group leads the
effort. In a Defense Agency Monarchy, a national institution tasked with
the acquisition of defensive technology or a corresponsive group leads
the effort. In a Federal system, a national institution tasked with the
acquisition of defensive technology and the national defense industries
share the same amount of authority. In a Defense Industries Monarchy,
the national defense industries lead the decision making and the pro-
jects itself. Lastly, in Anarchy, contractors or colleges and public-private
research institutions lead the effort.

The decision-making types are largely divided into five categories.
First of all, National Defense R&D Principles refer to a process by which
comprehensive directives of the highest national level regarding the
method of utilizing resources in and outside the country; managing
budget, infrastructure and resources; and supporting an efficient na-
tional defense R&D acquisition model. Second, R&D Architecture refers
to a process by which decisions on how to compose data, application,
infrastructure and Technology Readiness Level (TRL) are made in terms
of policy, organizational relation, technicality and methodology, so as
to achieve acquisition, technological standardization and integration.
Third, R&D Infrastructure refers to a process and methodology and by
which relevant foundational infrastructures critical to the enhancement
and development of national defense R&D capability are prepared and
materialized; this also includes the process of guaranteeing the quality
of service that meets the requirements through appropriate budget
distribution. Fourth, Business Application Needs refers to a process and
methodology by which technology, products and systems necessary to
national defense R&D are secured; this includes identifying the business
requirements for purchased or internally developed application and a
plan to make creative business implementation. Finally, R&D Research
refers to a phase during which a decision is made and then approved on
how much will be invested into tasks and projects; this is also where the
priority, desired effects, level of acquired technology and investment
scale are determined.

Federal IT Duopoly Anarchy

IT Principles

IT Architecture

IT Infrastructure

Biz Application
Needs

IT Investment

Fig. 2. IT governance one page matrix.
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Table 3
Description of decisions in IT governance matrix.
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Decision Description

IT Principles
supported and funded.
IT Architecture

IT Infrastructure

High level description on how IT is to be used for business, what ideal operational model is to be adopted for corporation, how the model is to be

Portrayal of the constitution of data, application and infrastructure, which are required for technological and commercial standardization and
integration, as a form of policy, relational and technical choice.
Methods by which foundational services are provided to corporation for its IT capability and usage, an appropriate scale of investment is made at an

appropriate time, in order to secure an appropriate quality of service.

Biz Application Needs
IT Investment
investment scale should be set

Business requirements, technical creativity and compliance to principle. Regarding purchased or internally developed IT application
Phase during which a decision is made/approved regarding the amount of investment on the IT assignment, and on what priority, portfolio and

Centralized

National R&D

Governance Decentralized

[ ———————————————————————

Defense Defense
Agency Federal Industries Anarchy
Monarchy Monarchy

Archetype | National
R&D
Decision Committee
Monarchy
Strong R&D Principles
R&D
Influence of Architecture
Global R&D
Dependency Infrastructure
Biz Application
Needs
Weak R&D Investment

Fig. 3. Defense R&D governance matrix.

4. Method

This section makes a suggestion on the appropriate type of gov-
ernance in accordance with each decision type, based on the above-
mentioned R&D governance matrix. The research was conducted
through expert Delphi. It was assessed that appropriate governance
type may differ per scale of a particular national defense R&D project;
therefore, projects were divided into two types, “defense R&D" and
“weapons systems acquisition” and experts were consulted throughout
the research.

4.1. Delphi process

The term “Delphi” is derived from the ancient city where the
Temple of Apollo was located; according to Greek Mythology, the fu-
ture was foretold and oracle given from this place. “Delphi” as a method
can be regarded as a process by which insight from various experts on a
subject matter is compiled and organized to predict the future
(Chakravarti et al., 1998; Ludwig, 1997). This methodology was de-
veloped by Rand Corporation during the 1950s in an attempt to elim-
inate limitations from face-to-face discussions and solve urgent security
matters of the Cold War era; recently, it is being spotlighted as a way of
forecasting the future, as well as solving various issues in the society
(Dalkey and Helmer, 1963). The Delphi method is useful and rather
simple when executing during a research. It can also be used to estimate
conflicts among interest groups or as an arbitration device when ac-
commodating opinions from many persons. In other words, it forms a
pool of experts to solve problems that require agreements among in-
terest groups. The Delphi method prefers a panel of experts, rather than
a single expert, because it operates based on a basic assumption that
“two's assessment is more accurate than one's.”

The Delphi method uses statistical knowledge to identify the right
estimation, based on the assumption that an estimate by a panel has a
higher chance of encompassing appropriate solutions and strategies.

The statistical methods used to guarantee the legitimacy of the Delphi
results are largely Content Validity, Reliability and Stability. First,
Content Validity is analyzed using Lawshe's content validity ratio (CVR)
(Lawshe, 1975). A CVR presents a minimum value according to the
number of experts in a panel, which the result must meet or exceed to
have legitimacy. Second, Reliability is related to the matter of gen-
eralizing the result; it can be estimated in generalizability coefficient
and uses the same calculative method as Cronbach alpha coefficient.
Lastly, Stability refers to the consistency of responses given by panelists
during the repetitive survey process and can be calculated in coefficient
of variation. If the coefficient of variation is below 0.5, there is no need
for an additional survey. If it is between 0.5 and 0.8, the result is
considered “relatively stable.” If it is over 0.8, an additional survey is
needed.

Generally, the Delphi method is divided into three types: consensus
Delphi, normative Delphi and policy Delphi. The consensus Delphi is
based on Locke's empirical science, fit for well-defined problems that
allow panelists to come to an agreement. The normative Delphi is based
on Kant's practical philosophy, fit for suggesting an alternative rather
than coming to an agreement (Yousuf, 2007). The policy Delphi is
based on Hegel's philosophy, constructed in such a way so that there are
only supporters and opposers who can agree or disagree on various
policy alternatives, without the presence of experts (Yousuf, 2007). This
research used the normative Delphi, as its primary goal is to find an
appropriate alternative that fits the appropriate type in terms of es-
tablishing R&D governance on a national level. The description of the
procedure and samples are presented in the following section.

4.2. Analytical procedure and sample

The Delphi analysis was conducted largely in two phases. First,
National Defense R&D governance matrix's validity was confirmed by
surveying experts on the legitimacy and practicality of the framework
that was presented in Section 3. Then, various opinions on appropriate



J.G. Lee and M.J. Park

Table 4
Demographic profile of Delphi expert panel.
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Category Item Number (%)

Gender Male 15 (100%)
Female 0 (0%)

Total 15 (100%)

Age 30-39 2 (13.33%)

40-49 6 (40.00%)

50-59 3 (20.00%)

Over 60 4 (26.67%)

Total 15 (100%)
Job experience in defense R&D Under 5 years 0 (0%)
5-10 Years 0 (0%)

10-15 Years 3 (20.00%)

Over 15 Years 12(80.00%)

Total 15 (100%)

Category Item Number (%)

Academic background Business 3 (20.00%)

Engineering 8 (53.33%)

Science 1 (6.67%)

Others 3 (20.00%)

Total 15 (100%)

Academic degree Bachelors 5 (33.33%)

Masters 6 (40.00%)

Doctoral degree 4 (26.66%)

Total 15 (100%)

Affiliation Government 5 (33.33%)

Domestic Corp.
Overseas Corp.
Total

5 (33.33%)
5 (33.33%)
15 (100%)

governance Archetypes per decision type were gathered through the
use of ranking survey to be analyzed further. The Delphi survey for the
pool of experts was conducted from June to July 2018. In order to
accumulate perspectives from a variety of experts, three categories of
experts were to form the pool of experts: government organization,
domestic defense contractor and overseas defense contractor. In gen-
eral, foreign companies were included as participants in the research,
because they are active participants in their respective national defense
R&D, except for those in a few major defense advanced countries. The
demographic profiles of the participating experts are presented in
Table 4.

The demographic characteristics of the survey participants are as
follows. 100% of the 15 participants were males, most likely due to the
subject matter's unique trait. As for the job experience in Defense R&D,
all 15 had more than 10 years of career. Five were from a government
organization and national research institutions, five were from do-
mestic contractors and five were from foreign contractors. The rationale
for including experts from foreign contractors is that latecomer coun-
tries usually have high dependency on major foreign defense con-
tractors in terms of R&D.

4.3. Results

The Delphi survey had ranking questions that required the re-
spondents to rank the governance Archetypes from 1st place to fifth
place in accordance with their appropriateness. The survey covered two
areas: R&D and weapons systems. The reason for distinguishing the two
was to examine whether or not the scale of R&D projects affects the
respondents' ranking of decision-making type as well as governance
type and to analyze any discrepancies that are observed. As shown in

Fig. 4 and Fig. 5, the following Decision Rule was made to draw out the
most appropriate scenario based on the findings from the survey.

Step 1: If a Decision type's average rank point is 1.8 or lower, select the
Archetype of that Decision type.

Step 2: If none of the Decision types meets the conditions for Step 1, filter
out decision types with the average rank point of 2.5 or lower, and select the
Archetype of the number 1 ranked decision type.

Step 3: If none of the Decision types meets the conditions for Step 1 nor
Step 2, redo the survey.

Based on the Decision Rule, four scenarios were deduced from the
defense R&D program of the survey, in regards to governance
Archetype per Decision.

1) R&D Principle [National R&D Committee Monarchy], R&D Architecture
[Defense Agency Monarchy], R&D Infrastructure [Defense Agency
Monarchy], Biz Application Needs [Defense Agency Monarchy] & R&D
Investment [National R&D Committee Monarchy]

2) R&D Principle [National R&D Committee Monarchy], R&D Architecture
[Defense Agency Monarchy], R&D Infrastructure [Defense Agency
Monarchy], Biz Application Needs [Defense Agency Monarchy] & R&D
Investment [Defense Agency Monarchy]

3) R&D Principle [Defense Agency Monarchy], R&D Architecture [Defense
Agency Monarchy], R&D Infrastructure [Defense Agency Monarchy],
Biz Application Needs [Defense Agency Monarchy] & R&D Investment
[National R&D Committee Monarchy]

4) R&D Principle [Defense Agency Monarchy], R&D Architecture [Defense
Agency Monarchy], R&D Infrastructure [Defense Agency Monarchy],
Biz Application Needs [Defense Agency Monarchy] & R&D Investment
[Defense Agency Monarchy]
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Archetype National Defense Defense
R&D .
. . Agency Federal Industries Anarchy
Decision Committee M h Monarch
Monarchy onarchy onarchy
Lo 1 2 3 4 5
R&D Principles (1.60) (1.73) (2.80) (3.87) (5.00)
. 1 2 4 5
R&D Architecture |, ;) 2.07) (233) (3.33) (4.93)
R&D Infrastructure 2 ) 2 4 >
(2.53) (2.07) (2.53) (3.27) (4.00)
Biz Application 4 1 3 2 5
Needs (3.60) (2.40) (2.73) (2.47) (4.00)
1 1 3 4 5
R&D Investment |, ) 2.07) (2.60) (3.47) (4.80)
*Rank (Average rank point)
- Sample size: 15
- Basic and Applied Research, Advanced Technology development in the core R&D program
Fig. 4. Defense R&D survey.
Archetype National Defense Defense
R&D .
.. . Agency Federal Industries Anarchy
Decision Committee Monarch Monarch
Monarchy Y Y
. 1 2 3 4 5
R&D Principles (1.60) (2.07) (2.73) (3.67) (4.93)
. 1 2 3 4 5
R&D Architecture |} 43) (1.93) (2.80) (3.67) (4.87)
2 1 3 4 5
R&D Infrastructure | ;o) 2.13) (2.53) (3.27) (4.67)
Biz Application 4 1 3 1 5
Needs (3.33) 2.27) (2.87) 2.27) 4.27)
2 1 3 4 5
R&D Investment (2.33) (1.87) (2.67) (3.33) (4.80)

*Rank (Average rank point)
- Sample size: 15
- Over $50M or total program costs of over $100M

Fig. 5. Weapons systems acquisition of defense R&D survey.

Based on the Decision Rule, two scenarios were deduced from
weapons systems acquisition of Defense R&D Survey, in regards to
governance Archetype per Decision.

1) R&D Principle [National R&D Committee Monarchy], R&D Architecture
[National R&D Committee Monarchy], R&D Infrastructure [Defense
Agency Monarchy], Biz Application Needs [Defense Agency Monarchy]
& R&D Investment [Defense Agency Monarchy]

2) R&D Principle [National R&D Committee Monarchy], R&D Architecture
[National R&D Committee Monarchy], R&D Infrastructure [Defense
Agency Monarchy], Biz Application Needs [Defense Industry Monarchy]
& R&D Investment [Defense Agency Monarchy]

5. Discussion

The research subject regarding the national level R&D governance
mainly covered the concept of partnership among participants and
governance network. In other words, its idea of R&D governance per-
tained to the cooperation among participants of national defense R&D
and relations among mutually dependent organizations. However, it
was rather limited in its suggestion of a practical guideline that can be
used for designing an actual country's R&D governance. It especially
lacked the analytical frame for latecomer states. Along similar lines, this
research newly presents a two-dimensional National Defense R&D
governance matrix and aims to present an appropriate Archetype for
governance per decision-making type in national defense R&D. This
research contributes to the academia in a sense that it presents elements
pertaining to national defense R&D governance in a systematic manner
and has designed actual governance in a format that can be easily ap-
plied.

The governance with the most optimal combination of the Decision
types (R&D Principles, R&D Architecture, R&D Infrastructure, Business
Application Needs, R&D Investment) and the Archetypes (National R&D
Committee Monarchy, Defense Agency Monarchy, Federal, Defense
Industries Monarchy) must be reflected on national defense R&D pro-
grams and weapons systems acquisition procedures, in accordance with
the scale and budget of a given program. This can be applied through
various means to benefit national defense R&D and weapons system-
related projects in different countries. If the party involved has a clear
understanding of the national defense R&D governance needed to sa-
tisfy the requirements of the acquisition entity, which is the end-user,
and the resulting decision, it should be able to consider, review and
reflect all the elements that must be taken into account through the
suggested framework, from the very initial phase. Of note, as it is shown
in Section 4.3, the Decision type regarding the most important element,
National Defense R&D Principles (a process by which comprehensive
directives of the highest national level regarding the method of utilizing
resources in and outside the country; managing budget, infrastructure
and resources; and supporting an efficient national defense R&D ac-
quisition model), matches up best with National R&D Committee
Monarchy (the form in which the highest level of R&D committee on
national-level or a corresponsive group leads the effort). The policy
implications and challenges that can be deduced from the aforemen-
tioned findings are as follows.

First, there must be a structure of governance that emphasizes
policy coordination and organic integration. If it is possible to establish
such a structure, in which cooperation among specialized governmental
agencies and departments, as well as efficiency, can be sufficiently re-
viewed from the initial planning phase of a project, national defense R&
D as a whole will enjoy increased higher intra-governmental efficiency
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by minimizing redundant investment in similar/overlapping tech-
nology and facilitating reciprocity. This should further maximize the
efficiency in risk identification, sectorial synergy and project manage-
ment, as problems expected during every phase of R&D and core ele-
ments that accompany them are brought to light for review prior to the
start of a project. Previous researches and practices were limited in a
sense that they were heavily focused on the decision-making bodies,
policy manuals and standardized work procedures of each independent
office under the Ministry of Defense. From this point on, there must be a
continuation of research and case-studies on the intra-governmental
cooperation-based decision-making process, as well as on apologetics
for its necessity to the current environment, so that integrative tech-
nology advancement takes place on a national level. Up to this point,
national defense R&D was centered around maintaining and enhancing
the national security and military prowess; the future market indicate
that it must go beyond its domain of security and diplomacy to take its
place as a facilitator of economic growth. Such a change requires that
governance of innovation and participation be established to strategize
and strengthen the coordination and cooperation among offices in-
volved in the high levels of national defense R&D; that relevant con-
sultative organizations be systemized; and that organizational culture,
communication methods, as well as policy execution/assessment
phases, all be institutionalized.

Second, a noteworthy detail in the R&D portion of national defense
R&D is that R&D Principles and R&D Investment are favorably matched
with National R&D Committee Monarchy and Defense Agency
Monarchy, in which a national institution tasked with the acquisition of
defensive technology or a corresponsive group leads the effort.
Acquisition of national defense capabilities is an important field that
requires a significant budget and determines the security of the nation.
However, due to lack of transparency, dispersed organizational man-
agement and insufficiently rational operation of the financial resources
in the existing acquisition system, that led to inefficiency and weak-
ening the competitiveness of the defense industry. Acquisition plan-
ning, in particular, must be subjected to constant innovation, as it must
adjust appropriately to the pace by which technological progress is
made, so that the government can nurture its own internal R&D cap-
ability, while industrial and academic R&D prowess are applied to na-
tional defense.

Budget planning must be supplemented by the review and co-
ordination of financial investment plan for military requirements, so
that relevant offices are able to determine the appropriate budget, in
accordance with the national fiscal management plan, carry out their
acquisition duty. Such efforts should allow a reasonable coordination
and management of the scale, overall cost and period throughout the
various phases of the program, improving the efficiency in spending
and shaping up favorable environments. In terms of the management
and analysis of finances, there must be an analytical assessment of
program-related elements in order to formulate a plan for budget
management for efficient use of the national budget; to manage, control
and achieve program objectives per phase; to ensure rational distribu-
tion and efficient usage of funds; and to support rational decision-
making in the process. This requires a high level of expertise and a
national level of cooperative strategy with a consistent policy that
points to medium and long-term goals/visions and takes into account
global technological cooperation, as well as exportation. In terms of
expertise, in particular, there must be a concerted effort to lay down a
system that can be reformed flexibly by being receptive to various
opinions shared by various participants, on top of the national effort to
train more experts in national defense R&D.

Third, a noteworthy detail in the weapons systems portion of na-
tional defense R&D is that Business Application Needs (a process and
methodology by which technology, products and systems necessary to
national defense R&D are secured, and the business requirements for
purchased or internally developed application, as well as a plan to make
creative business implementation) is favorably matched with Defense
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Agency Monarchy and Defense Industries Monarchy, in which the na-
tional defense industry leads the decision making and the projects itself.
Generally, when budget appropriation is being reviewed, one important
question asked is on whether the results of the R&D will have a lasting
connection with the development of actual weapons systems.
Technology or products derived from basic science and applied science
are often not implemented at all in a weapons system project; even
when they are, the resulting weapons system is inferior to those of
advanced countries in terms of the amount of time consumed, tech-
nology and quality. In such a case, there may be a discrepancy between
the accomplishment and performance. If national defense R&D is led by
the defense industry to overcome this problem, long term plans and
investment should enhance the technical skills and expertise, which will
eventually contribute to the self-reliance of defense industries by ex-
erting positive influences on the localization of core technical skills and
equipment components. Such a model is needed, because it can also
contribute to the export-competitiveness of the defense industry, if it is
able to facilitate international cooperation among defense industry in
the form of strategic partnership and joint development of core tech-
nology. Most advanced countries have their defense industry lead the
weapons systems R&D.

Republic of Korea's T-50 Trainer R&D Project is regarded as a suc-
cessful development program of the defense industry-driven R&D
model. T-50 trainer is a family of South Korean supersonic advanced
trainers and light combat aircraft, developed by Korea Aerospace
Industries (KAI) with US Lockheed Martin. The T-50 is South Korea's
first indigenous supersonic aircraft and one of the world's few super-
sonic trainers. The most important contributor to the success, both
domestically and internationally, is the implementation of a model in
which the defense industry drove the R&D effort, while the Republic of
Korea Air Force was given the management role; this was the first time
such a model was taken up in Korea. In 1995, the Korean government,
after weighing the schedules, cost and performance, as well as the will
to pursue business, made a decision to adopt the advanced form of
program model, that is the defense industry-led R&D, as the most ef-
ficient way ahead (Lee and Yoon, 2015). This event has made the de-
velopmental model of “Military-managed, Industry-led” a prominent
case in which the actual end-user and the manufacturer cooperated
with one another for substantive ideas.

Lastly, the abovementioned implications can ultimately be matched
with the appropriate governance type for policy adjustment, integration
and innovation, by referring to the Archetype suggested in National
Defense R&D governance Matrix. It is important that diplomatic and
security-related efforts, which include survival in the global market and
practical, long-term changes in the policy direction and consultation
process among interest groups/offices, be taken into account during the
decision-making process of national defense R&D. This is especially true
for latecomers in the defense industries. Such countries must produce
internationally competitive goods and technology, while formulating a
strategy that hits two birds with one stone by maintaining their own
security and cultivating their own industry. Such a task will require
them to make use of the National Defense R&D governance matrix to
choose the most efficient type of governance that fits their own cir-
cumstances. Latecomer governments should play a significant role in
innovation (Hobday et al., 2000). In addition, they will need to plan a
long-term strategy to pursue active cooperation with advanced coun-
tries to research and develop weapon systems that their own acquisition
entities require.

6. Limitations and further study

Although this research provides various academic and policy im-
plications, it is still limited in terms methodology or generalization.
First and foremost, every government official or domestic contractor
who participated in the survey was Korean, meaning the research lacks
insight regarding cultural differences or administrative traits exhibited
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by different countries. One area of improvement that can be made for
future research includes comparative research among countries or an
expansion of the expert pool, both of which will enhance the robustness
and objectivity of the research findings. Second, decision science
method, such as the AHP method, should be utilized in tandem with the
Delphi method, which was used for this research; combined with the
governance matrix presented by this research, the findings can be de-
duced in more diverse ways and be applied strategically. Lastly, this
research failed to reflect that emerging countries have different national
R&D types and strategies that are in accordance with their level of
economic growth; a more in-depth research is needed to indicate more
accurate findings that consider the differing levels of development
among countries.
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