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A B S T R A C T   

This paper surveys the published work on how blockchain technology will impact accounting in 
general, but AI-enabled auditing specifically. The purpose is to investigate how blockchain 
technology can improve transparency and trust in accounting practice and how professionals can 
use blockchain data to improve decision-making, based on the qualities of immutability, append- 
only, shared, verified, and agreed-upon (i.e., consensus-driven) blockchain data. The multi-party 
validation of blockchain protocols adds real-time trusted data for the AI systems used by auditors 
to improve assurance and efficiency. This review summarizes four themes emerging from the 
literature focusing on how blockchain technology has changed record-keeping in accounting: 
event approach to accounting; real-time accounting; triple entry-accounting and continuous 
auditing. The research interprets the findings using agency theory and stakeholder theory to 
advance how using blockchain to mitigate information asymmetry and improve stakeholder 
collaborations is understood. The investigation also summarizes the challenges and clarifies or-
ganizations’ reasons to be cautious about adopting blockchain. Lastly, the study suggests that 
future researchers use this study in two ways that enrich blockchain literature: first, to apply the 
themes and answer the questions identified within this review to improve the business methods of 
practitioners and policymakers; and second, to encourage stakeholders such as practitioners, 
system designers/developers, and policymakers to collaborate in designing blockchain ecosys-
tems that suit accounting and auditing as they transform digitally.   

1. Introduction 

Making companies’ systems digital has enabled them to adopt new technological tools to simplify business processes and transform 
business models to innovate their operations (Gomber et al., 2018) because they can increasingly access advanced computing power 
and large databases (de Sousa et al., 2019). Today, the world’s most valuable businesses are Internet-driven and platform-based (Iansiti 
and Lakhani, 2017). Academics, social media, industries, and governments spend much time attending to the digital forms of tech-
nology: blockchain, artificial intelligence (AI), big data, the Internet of things (loT), and cloud computing. These innovations change 
organizations and individuals greatly (Benlian et al., 2018), with blockchain specifically providing the foundation for what Tapscott 
and Euchner (2019) call an Internet of value that will fundamentally reshape society and its business. Blockchain, now regarded to be 
the fifth pillar of the IT revolution (Thakkar, 2019) is expected to become the foundational technology as the next-generation Internet 
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(Iansiti and Lakhani, 2017; Shermin, 2017). Since Nakamoto (2008) set the groundwork for what would become blockchain tech-
nology in 2008, the banking, financial, insurance, education, health care, and government sectors have been using blockchain 
technology to the extent that 10 % of the global GDP will be recorded and stored on blockchain by 2027 (World Economic Forum, 
2015). PricewaterhouseCoopers (PwC) (2020) estimates blockchain could boost global GDP by 1.76 trillion US dollars by 2030. 
Deloitte’s, 2020 global blockchain survey indicates that organizations are more committed than ever to implementing blockchain in 
their business (Deloitte, 2020). With blockchain’s growing maturity, innovators are discovering new opportunities to create value and 
enhance trust and resilience to digital transformation by combining blockchain with other technology forms, notably, AI, IoT or cloud 
computing (Cuomo, 2020). 

1.1. Purpose of the paper 

This study reviews how blockchain technology can improve transparency and trust in accounting practice, and how its pro-
fessionals can improve decision-making by using blockchain’s ability to provide immutable, append-only, shared, verified, and agreed- 
upon (i.e., consensus-driven) data. This investigation involves determining how blockchain will impact accounting, particularly 
related to AI-enabled auditing and identifying themes that mark how blockchain will impact record-keeping and its validity in 
accounting. 

1.2. Motivations for this review 

Three observations motivated this review. First, much of blockchain literature remains focused on financial aspects in Bitcoin and 
its valuation/volatility, and how supply-chain management enables its transparency and traceability. There is little scholarly publi-
cation in the field of accounting and auditing relative to the growing body of blockchain research to identify emerging themes in what 
is being said about blockchain and how it will impact the accounting profession. Few researchers study how it is applied to both 
accounting and assurance since blockchain has gained mainstream attention in 2017. 

Second, the literature widely acknowledges that current accounting and auditing practices face challenges. For example, ac-
counting is currently far from automated and entails labour-intensive tasks wherein data is manually added to spreadsheets or ac-
counting software (Deloitte, 2016; Du et al., 2019; Martin, 2018; Vasarhelyi, 2012). Since accounting divisions centrally authorize 
what is written to accounting information system (AIS) databases, they are responsible for the validity of financial reports (Tan and 
Low, 2019). Delays in financial reporting can particularly be subject to the age-old problem of “cooking the books” by some managers 
to fabricate or manipulate financial information to gain an unfair advantage over creditors or investors (Dong et al., 2018). Different 
organizations maintain their ledgers in different formats, thus needing to be extensively reconciled (Brown et al., 2016). Because 
accounting is opaque, auditors often spend much time gathering and validating transactions. Such paper-based procedures to check 
signed supporting documents are tedious, and thus potentially prone to human error and fraud (Hughes et al., 2019). Further, current 
enterprise resource planning systems (ERPs) lack multi-party validation (Cong et al., 2018). Therefore, current accounting and 
auditing work needs to improve but also respond to the digital transformation. 

Third, emergent blockchain applications in financial services, health care, supply chains, and government services motivate ac-
counting academics and practitioners to become familiar with blockchain-based accounting transactions. Additionally, blockchain 
technology has the potential to address present challenges in accounting because it provides better transparency, traceability, time-
liness, and evidence of tampering than other existing financial record-keeping systems (Yu et al., 2018). The Institute of Chartered 
Accountants in England and Wales (ICAEW, 2018) refers to blockchain as an accounting technology. Deloitte (2016) argues that 
blockchain is a game-changer in accounting because it secures the integrity of records by providing completely traceable audit trails 
that enable fully automated audits. Yermack (2017) asserts that blockchain has progressed financial record-keeping more than any 
other facility since double-entry bookkeeping was introduced centuries ago. Its innovative technology enables an accounting 
ecosystem that inherently works to validate transactions (Dai and Vasarhelyi, 2017). Because many industries are currently exploring 
different forms in which blockchain can be applied, a set of acceptable models and standards for its use will eventually emerge (Kokina 
et al., 2017). 

Therefore, this study poses two research questions: 1) what are the emerging themes in blockchain applications in accounting that 
explain how accounting will change under blockchain approach? 2) What points of caution do organizations need to note when 
adopting blockchain technology? 

1.3. Contributions of the study 

This research reviews the literature on blockchain applications relating to accounting, thus contributing to it in three primary ways. 
First, the literature review provides four categories of blockchain use (i.e., event approach to accounting; real-time accounting; triple- 
entry accounting, and continuous auditing). These categories relate to how blockchain’s impact on accounting improves trust in the 
industry generally and on auditing specifically using AI technology to improve business decision-making and efficiency. 

Second, this review interprets our findings using agency and stakeholder theories so that using blockchain technology can be better 
understood. We argue that blockchain technology can be a new means for organizations to mitigate business agency problems by 
revising power and control because it encourages those involved to collaborate using secure, shared, verified, and consensus-driven 
financial data. 

Third, this study also summarizes the challenges and elucidates the points of caution for blockchain adoption. Further, this review 

H. Han et al.                                                                                                                                                                                                            



International Journal of Accounting Information Systems 48 (2023) 100598

3

suggests future research to promote stakeholder collaboration to design blockchain systems that suit accounting and auditing, as 
blockchains are not one-size-fits-all solutions and can be contextual. 

1.4. Overview of the study 

The paper first presents its purpose and background motivation, before clarifying how the study contributes academically. This is 
followed by reviewing blockchain literature in Section 2 that defines blockchain, its main characteristics, different types, how they are 
currently applied, and the potential benefits in accounting practice. Section 2 also introduces the theories that underlie the study. 
Section 3 outlines the scope of the review and methods. Following on from this, Section 4 summarizes the review’s findings while 
Section 5 discusses the themes and how they contribute theoretically to the agency and stakeholder literature, and practically to the 
work of accountants and auditors. Lastly, this study outlines the points of caution regarding using blockchain applications and suggests 
how future research can contribute further to the accounting profession with advanced technology literature. This study aims to be 
useful to both scholars and practitioners. 

2. Literature review 

This review overviews using blockchain as a new accounting tool to achieve secure, shared, verified, and agreed-upon (i.e., 
consensus-driven) record-keeping to improve transparency and trust in accounting. 

2.1. Definition of blockchain 

Blockchain is described as a type of distributed ledger technology (DLT) (Christie, 2018; Ølnes et al., 2017) or a type of financial 
technology (FinTech) (FRC, 2018; Chen et al., 2019; Goldstein et al., 2019; Gomber et al., 2018). Others view blockchain as a 
sequential database or a giant spreadsheet that surpasses the classical financial ledger by recording transactional information, secured 
by cryptography, and governed by a consensus mechanism (Hinings et al., 2018; Yermack, 2017). The variety of definitions of 
blockchain reflect how different disciplines interpret it from various perspectives (Xu et al., 2019), indicating that a single definition is 
distant (Sheldon, 2019). 

This study adopts the definition of blockchain from the Institute of Chartered Accountants in England and Wales (ICAEW): 
Blockchain is not a single technology, but rather a protocol— a way of doing things—for recording transactions. Unlike the 

Internet, in which data is shared, in a blockchain ownership can be transferred from one party to another. Blockchain is a desirable 
model for several reasons. For example, in a market with many transacting parties, it could remove the need to reconcile disparate 
ledgers. Being distributed between all users also eliminates outages and removes the cost of having to pay a central authority to 
maintain the accuracy of the ledger. Any participant in the ledger can trace all previous transactions, allowing for increased trans-
parency and blockchain to self-audit. 

(ICAEW, 2018). 
In sum, the ICAEW (2018) refers to blockchain as an accounting technology for transferring the ownership of assets and main-

taining a ledger of accurate financial information, where the constancy of a ledger derives from trust in the system that drives the 
record-keeping. 

2.2. Blockchain characteristics and typology 

The primary characteristics of blockchains are transparency, decentralization, immutability, tamper resistance, strong authenti-
cation, synchronized networks, and consensus (Iansiti and Lakhani, 2017; Pattison, 2017; Swan, 2015; Yermack, 2017). In other 
words, blockchain technology allows anything of value, not just finance, but also assets like intellectual property, health data, votes, 
and ideas to be transferred (Tapscott and Tapscott, 2016). 

Based on the intended audience, different generations of blockchain technology have been identified (Casino et al., 2019; Swan, 
2015; Xu et al., 2019). Blockchain 1.0 enables digital cryptocurrency transactions. Blockchain 2.0 uses smart contracts. Blockchain 3.0 
extends applications to areas beyond cryptocurrency and finance into government, health care, and supply chains. Blockchain 4.0 is for 
the joint use of blockchain and AI (Angelis and Ribeiro da Silva, 2019). 

Emphasizing the rights to access, and permission to validate transactions, blockchain technology can be set up differently so that 
different users are given different access rights, and to record, update and validate transaction records. Usually, public and private 
blockchains are distinguished by the scale of the network (i.e., how many nodes are involved), the permissions to join the network, and 
the approach to validating transactions (Coyne and McMickle, 2017; O’Leary, 2017). Ølnes et al. (2017) suggest that control, data 
ownership, privacy, and access describe dominant key design decisions that help organizations to understand which type of blockchain 
works best for their needs. 

A public and permissionless blockchain, like Bitcoin, includes many nodes, allows anyone to participate as a miner/validator, and 
allows anyone to view the underlying ledger. However, it is costly and takes time to reach a consensus because of the enormity of the 
distributed network. On the other hand, a private and permissioned blockchain (like those being developed now by consortia) has far 
fewer participating nodes, and potential users require approval to participate in mining/validating transactions and to view the un-
derlying ledger. Because identities are known, less blind trust is required in private blockchains and private blockchains are thus 
comparatively faster and more cost-effective (lower risk of ex-post opportunism). This design can protect the privacy and 
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confidentiality of business data. 
Additionally, smart contracts are the most transformative blockchain application (Iansiti and Lakhani, 2017). They define the terms 

of a contract between parties using technical codes, and are self-enforcing and tamperproof because digital contracts are automatically 
executed (Cong and He, 2019). Smart contracts increase transparency for all participants within the network and lower the costs of 
contracting between parties (Moll and Yigitbasioglu, 2019). However, notably, it remains unclear who is responsible when smart 
contracts encounter problems or execute in unexpected ways. 

2.3. Emergent literature on blockchain 

In recent years, studies have examined uses of blockchain in FinTech, supply chains, and corporate governance (Goldstein et al., 
2019; Gomber et al., 2018; Kumar et al., 2019; Yermack, 2017; Zachariadis et al., 2019; Hastig and Sodhi, 2020; Lumineau et al., 2021; 
Ziolkowski et al., 2020). Some have explored topics such as blockchain, smart contracts, cryptocurrency regulation and Bitcoin (Biais 
et al., 2019; Cong and He, 2019; Holub and Johnson, 2018; Yin et al., 2019). This is because blockchain, cloud computing, AI, and loT 
can support businesses to build dynamic capabilities for digital transformation (Warner and Wäger, 2019). 

The following cases exemplify the advantages of blockchain’s various broad technological applications whereby it can: a) transform 
AI (Salah et al., 2019); b) technologically develop digital currencies, privacy assurance, cybersecurity, and smart contract security; c) 
achieve the scalability of data management and consensus protocols; d) develop the interoperability of incentives, governance, and 
legal ethics of ecosystems (Jie et al., 2020); e) enable business economically (Xu et al., 2019); f) generate value for most types of 
FinTech innovations including AI (Hua et al., 2019); g) enhance auditable and verifiable data management to simplify and secure the 
management of trusted information; and h) improve business, healthcare, loT, privacy, and data management within the multiple 
domains of supply chains (Casino et al., 2019). 

Risius and Spohrer (2017) propose a blockchain research framework based on three groups of activities (i.e., designing and 
featuring, measuring and evaluating, managing and organizing). Schmitz and Leoni (2019) identify the emerging themes: governance, 
transparency, trust, smart contract, blockchain-enabled audits, and the changing roles of accountants and auditors. Brennan et al. 
(2019) overview the implications of disruptive technology on three fundamental corporate governance activities (i.e., financial, 
external, and internal auditing). Moll and Yigitbasioglu (2019) describe the role of Internet-related technologies: cloud, big data, 
blockchain, and AI in shaping the work of accountants. 

2.3.1. Blockchain in accounting 
Accountancy organizations, namely, ICAEW, the Association of Chartered Accountants (ACCA), the Chartered Institute of Man-

agement Accountants (CIMA), the Chartered Institute of Public Finance and Accountancy (CIPFA), and the International Federation of 
Accountants (IFAC), all publish reports on their websites relevant to blockchain technology. For example, Deloitte, EY, KPMG, and 
PwC lead the initiative to incorporate blockchain into their businesses to cater for changing customer demands for blockchain 
transactions (O’Neal, 2019). Accordingly, Deloitte formed its Rubix division and launched a blockchain plug-and-play product (Leung, 
2016; Palmer, 2019); EY introduced a blockchain analyzer platform to support audit teams’ reconciling data; PwC released crypto-
currency auditing software and updated its Halo tool for auditing, and KPMG has been working with Guardtime, Microsoft, R3, and 
Tomia to produce blockchain-based services (O’Neal, 2019). 

Tan and Low (2019) argue that blockchain technology affects the database engine of the accounting information system (AIS) by 
digitalizing current paper-based validations. The technology can securely store accounting data such as accounts payable and accounts 
receivable (Dai and Vasarhelyi, 2017) and can increase the efficiency of accounting for transactions (ICAEW, 2018). Deloitte (2017) 
and McWaters et al. (2016) identify ways in which blockchain technology addresses current accounting challenges. It can simplify 
operations, reduce transaction-settlement time and counterpart risk, minimize fraud, and improve regulation and capital liquidity (see 
Table 1). 

Table 1 
Benefits of Blockchain-based Accounting.  

Current accounting challenges Value driver Blockchain benefits 

Manual documents Operational 
simplification/efficiency 

Digitize documents, increase efficiency, reduce costs, reduce human error, automate 
reconciliation. 

Time-consuming process Transaction settlement 
time reduction 

Blockchain-powered smart contract enables contracts to execute automatically once pre- 
set conditions are met and facilitates real-time transactions. 

Lack of mechanism to track 
transactions from different ledgers 

Counterpart risk reduction Agreements are codified and executed in a shared, immutable environment, forming an 
audit trail. 

Prone to fraud Fraud minimization Blockchain provides transparency, visibility, provenance, and immutable records, which 
enhances security. Any suspicious fund transfer will be observed and detected in real- 
time. 

Regulatory complexity, costly to 
organizations 

Regulatory efficiency 
improvement 

Provides faster and more accurate reporting by automating compliance processes through 
a smart contract. It permits real-time monitory between regulators and regulated entities. 

Intermediaries are involved in many 
processes 

Liquidity and capital 
improvement 

Blockchain eliminates imbalance of information among market participants, increases 
transparency 

Sources: World Economic Forum (Deloitte, 2017:15; McWaters et al., 2016:19). 

H. Han et al.                                                                                                                                                                                                            



International Journal of Accounting Information Systems 48 (2023) 100598

5

2.4. Blockchain adds trust for AI-enabled auditing 

The prominent purpose of using blockchain technology for keeping accounting records is to create trust (Smith, 2019) and a trust 
network either with or without a trusted party involved (FRC, 2018). Blockchain collects validated pieces of information about the 
amount of a transaction, who it was paid to, and by whom, then hashes and adds the block to the existing chain (Fanning and Centers, 
2016). Combining hash algorithms, private and public keys, and decentralized ledgers are what make blockchain powerful in modern 
Internet use (Hughes et al., 2019) because its immutability, traceability and visibility enable participants to view fully encrypted 
synchronized transactions (Deloitte, 2016; PwC, 2018). The distributed network, digital signature, and consensus validation rules have 
made blockchain secure and reliable (Boillet, 2017). According to the Financial Reporting Council, the trust derived from blockchain 
occurs because records are tamper-resistant and immutable, stemming from their being distributed and hashed. Like fingerprints, 
hashes are unique since every change, regardless of how minor, when adding information causes the hash to change from one unique 
identity to another because such changes mean its block is no longer the same. The consensus mechanism makes gaming blockchain 
difficult (FRC, 2018). The unique blockchain hash features offer a source of trust to create resilience (Deloitte, 2016). Additionally, the 
technology can boost information auditability and transparency (Ølnes et al., 2017). 

2.4.1. Infusing blockchain into AI 
A recent article published by IBM suggests, 

“If decisions and associated data points are recorded via transactions on a blockchain, the inherent attributes of blockchain will 
make auditing them much simpler. Blockchain is a key technology that brings trust to transactions in a network; therefore, 
infusing blockchain into AI decision-making processes could be the element needed to achieve the transparency necessary to 
fully trust the decisions and outcomes derived from AI” 

(Cuomo, 2020, para 16). 
ICAEW (2018) argues that blockchain and other automation trends like machine learning will lead to more and more transactional- 

level accounting being done automatically. In this study, AI refers to machine learning that offers auditors a new means of augmenting 
their analyses facility adding to their computer-assisted auditing tools and techniques (Shimamoto, 2018). 

Machine learning can assist auditors to recognize and apply patterns, deriving algorithms based on those patterns, and refining 
them based on feedback. AI can help auditors review documents efficiently by detecting anomalies and better evaluating risk. 

Auditors can use AI technologies to review general ledgers, tax compliance, audit work papers, data analytics, fraud detection, and 
decision-making (Munoko et al., 2020). Blockchain delivers trust and confidence in AI-based processes by enriching trust in their data, 
models, and analytics (Cuomo, 2020), and enables a more agile and precise auditing model that automates assurance (Dai and 
Vasarhelyi, 2017) and thus strengthens auditing. Auditing professions can benefit from AI technology by comparing corresponding 
accounting entries in blockchains recorded by each of the trading parties. This procedure is relatively easy because blockchain data is 
traceable and auditable. 

2.5. Theoretical perspectives of the study 

This review studies the impact of blockchain-enabled accounting generally and AI-enabled auditing specifically using both agency 
and stakeholder theories. This study relied on two conditions: that network participants are honest, and that raw data from either 
public or private chains is put into blockchains. It then explores how blockchain and AI tools were adopted in accounting and auditing 
to ensure trust in financial information. This involved lessening information asymmetry and enabling value to be created for CEOs, 
managers, shareholders, accountants, auditors, investors, policymakers, and other stakeholders to make commitments collectively and 
collaborate about them. 

2.5.1. Agency theory perspective 
Since Jensen and Meckling (1976) extended Berle and Means’s (1932) work and theorized the principal-agent relationships, 

corporate governance scholars have explored various internal and external monitoring and control mechanisms. The internal 
governance mechanisms primarily focus on boards of directors, board composition, board size, board independence, ownership 
structure, and managerial incentive mechanisms, whereas the external governance mechanisms cover issues related to the external 
market, laws and regulations. 

In accounting research, agency theory seems to be the standard approach to emphasize “the conditions of uncertainty that leads to 
potential information asymmetries between the executives who manage the firm and external investors” (Walker, 2013:448). Infor-
mation asymmetry exists when information is held privately, withheld, or revealed strategically by managers to influence the outcome 
of a decision or transaction (Williamson, 1979). Internal managers are in the position of having more information that can be 
manipulated to maximize their interest at the expense of the principal (Godfrey et al., 2003). Information asymmetry has created 
ethical risks that triggered many global financial scandals (Lubatkin, 2005; Cuevas-Rodríguez et al., 2012). 

In this context, accounting and auditing practices need to mitigate information asymmetry in the interest of transparency and 
accountability. Therefore, this review argues that using blockchain and AI can provide a new technological means of controlling and 
monitoring accounting information to reduce information asymmetry and agency problems. This occurs because blockchain enables 
shared, verified and agreed-upon data and AI detects anomalies. Additionally, smart contracts automate procedures that can also 
reduce managerial manipulation and opportunistic behaviour. 
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2.5.2. Stakeholder theory perspective 
Stakeholder theory recognizes that firms are part of a greater social system, and decisions cannot be made in isolation. The theory 

promotes an open and inclusive relationship with all stakeholders consisting of managers, directors, investors, employees, other 
companies, service providers, government, and society at large (Freeman, 1994; Freeman, 1984). 

Under current accounting practice, external financial information users are unable to observe the true transactions and accounting 
processes of a firm (Yu et al., 2018). Vasarhelyi (2012) argues that the accounting literature has largely focused on how users interpret 
financial reporting standards and market effects but fail to include the diverse stakeholders with various information needs under the 
current model. He suggests that accounting changes to a more disaggregated approach to disclosing information, a view with wide 
support (Moll and Yigitbasioglu, 2019; Yermack, 2017). Dai and Vasarhelyi (2017) propose a blockchain-enabled accounting 
ecosystem wherein managers, accountants, business partners, and investors can actively collaborate to verify transactions and enable 
organizations to serve broader interests. Because the distributed nature of blockchain technology can be more inclusive, this review 
argues that it can be a worthwhile means of promoting collaboration and interaction by diverse people within its extensive networks. 
Together with the use of AI technology, firms can promote an open and inclusive corporate culture to sharpen decision-making using 
multi-party verified and shared blockchain data. 

The literature previously reviewed shows that blockchain technology can address the challenges faced by current accounting 
practice by offering a new way of recording, updating, validating, and sharing data that includes auditing boosted by using advanced 
AI tools. This review investigated the emerging themes and findings relevant to blockchain applications in accounting to explain how it 
will change under blockchain approach and what points of caution organizations need to note when adopting the technology. The next 
section details our scope of review and method. 

3. Methodology 

This study followed the review method used by de Bakker et al. (2019) that starts with manually screening a list of related articles 
from quality academic journals, followed by systematically searching relevant literature using keywords related to the study. Further, 
because blockchain technology is emerging, this study also searched relevant industry literature such as industry reports, blogs, and 
news on blockchain technology. This approach offered broad coverage of the blockchain literature, focusing particularly on how it 
might be applied to new ways of record-keeping in accounting and its auditing component. Fig. 1 presents the review steps involved 
with guidance from the Prisma diagram. 

Fig. 1. Structured systematic review steps.  
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First, this review used the Academic Journal Guide 2018 and identified 4* and 3* quality journals from the accounting, finance, 
information management, and innovation fields. We searched “blockchain” inside each of the journals from 2017 to 2019 because 
blockchain began to gain mainstream attention in 2017 (Murray, 2018). Our initial search identified 11 A* journals that provided 24 
papers (see Table 2). 

Following this, we systematically searched the relevant literature in Scopus, the largest abstract and citation database of peer- 
reviewed literature, using the search terms, “blockchain” and “accounting”, “blockchain” and “auditing”, “blockchain” and “AI”, 
“AI” and “auditing”, “AI” and “accounting”. The search generated 1052 results. We added AI to the search because blockchain can add 
trust in data for AI systems through multi-party validations. AI has been used in the existing accounting information systems. These two 
technologies will yield substantial value. However, this investigation focused on the impact of blockchain in keeping accounting 
records. We refined the search results to include source type (Journals); language (English); and subject areas (Business, Management, 
Accounting, Economics, Econometrics and Finance). This stage refined the search results from 1052 to 317 articles. Combining both 
sets of papers (i.e., 24 & 317) yielded 341 articles that reflect a corpus of potentially relevant articles. 

Subsequently, the 341 search results were imported into Mendeley to examine each in more detail by looking at the title, keywords, 
and abstracts to determine whether they should remain in the dataset. We removed duplicates before each entry was assessed on its 
relevance to our investigation thus leaving a final dataset of 179. We used Nvivo software to code the reviewed literature into different 
categories, namely, blockchain benefits, prospects, implications, points of caution, and impact on accounting and auditing. We also 
categorized the type of analysis for each article before summarizing the themes (Table 3 overviews the journal papers). 

4. Results 

The studies contained in our dataset (N = 179) are predominantly conceptual in nature, which is expected as blockchain research is 
still in an early stage, similar to the business, energy, and industrial strategy literature (e.g., BEIS, 2020; Toufaily et al., 2021). 

Additionally, this review found some accounting or information systems journals beginning to publish blockchain-related research 
frequently. For example, the International Journal of Accounting Information Systems (Alles and Gray, 2020; McCallig et al., 2019; 
Sogaard, 2021; Vincent et al., 2020; Wang and Kogan, 2018; Yen and Wang, 2021); Australian Accounting Review (Carlin, 2019; 
Karajovic et al., 2019; Schmitz and Leoni, 2019; Tan and Low, 2019); British Accounting Review (Brennan et al., 2019; Moll and 
Yigitbasioglu, 2019); Current Issues in Auditing (Sheldon, 2018, 2019); Journal of Emerging Technologies in Accounting (Coyne et al., 
2016; Coyne and McMickle, 2017; Issa et al., 2016; Kokina et al., 2017; Marshall and Lambert, 2018; Raschke et al., 2018; Rozario and 
Thomas, 2019; Cong et al., 2018); Accounting Today (Antoinette, 2018; Boillet, 2017; Hood, 2018; Ketz, 2017; Pitter, 2018); Journal 
of Accountancy (Carlozo, 2017; Drew, 2018, 2019; Drew and Tysiac, 2020; Tysiac and Drew, 2018; Vetter, 2019); Journal of Infor-
mation Systems (Dai and Vasarhelyi, 2017; Appelbaum and Nehmer, 2020; Sheldon, 2020), etc. 

Further, Fig. 2 summarizes four main themes in the literature derived from blockchain-enabled accounting and lists points of 
caution in adopting it. 

These four emerging themes also relate to how blockchain will impact accounting and auditing that uses AI tools. These themes 
include the event approach to accounting, real-time accounting, triple-entry accounting, and continuous auditing in accounting using 
blockchain tools. Auditing can be more efficient when using traceable and auditable blockchain data. 

4.1. Event approach to accounting 

Blockchain provides research opportunities for the event approach to accounting, as the technology improves access to real-time 
accounting data (Wu et al., 2019). Using blockchain technology to keep accounting records makes them more traceable and visible so 

Table 2 
Manually screened list of quality academic journals.  

Journal ABS No. of 
Articles 

Keywords Illustrative references 

Review of Financial Studies  4* 4 Blockchain, FinTech, innovation Biais et al. (2019), Chen et al. (2019), Cong and He (2019),  
Goldstein et al. (2019) 

Review of Finance 4 1 Blockchain, corporate governance Yermack (2017) 
Journal of Management 

Information Systems 
4 5 Information based transformation, 

blockchain, Fintech 
Benlian et al. (2018), Clemons et al. (2017), Giboney et al. 
(2019), Gomber et al. (2018), Yin et al. (2019) 

Technovation 3 2 Innovation, disintermediation Linton (2018), Urbinati et al. (2019) 
Information and Organization 3 2 Digital innovation and transformation, 

blockchain 
Hinings et al. (2018), Zachariadis et al. (2019) 

Information Society 3 2 Bitcoin, data governance Holub and Johnson (2018), Winter and Davidson (2019) 
Journal of Strategic 

Information Systems 
3 3 Blockchain, platform, digital 

transformation 
Du et al. (2019), Shafiei et al. (2019), Vial (2019) 

British Accounting Review  3 2 Cloud, big data, blockchain, and 
artificial intelligence (AI) 

Brennan et al. (2019), Moll and Yigitbasioglu (2019) 

Long Range Planning 3 1 Digital transformation (blockchain) Warner and Wäger (2019) 
Decision Sciences 3 1 Blockchain Kumar et al. (2019) 
Harvard Business Review 3 1 Blockchain Iansiti and Lakhani (2017) 
Total  24    
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Table 3 
Overview of Journal Papers In Our Dataset (N = 179).  

Academic journals Overall No. of articles Types of analysis 

Conceptual Qualitative Quantitative Mixed 

Technovation 2 1 1   
Review of Financial Studies 4 3  1  
Journal of Strategic Information Systems 3 2 1   
Journal of Management Information Systems 5 4  1  
Information Society 2 2    
Information and Organization 2 2    
Harvard Business Review 1 1    
British Accounting Review 2 2    
Long Range Planning 1 1    
Decision Sciences 1 1    
Review of Finance 1 1    
Applied Sciences (Switzerland) 1  1   
Australian Accounting Review 6 6    
Business Lawyer 1 1    
Computer Journal 2 2    
Computer Law and Security Review 2 2    
Current Issues in Auditing 4 4    
Cyprus Review 1 1    
Digital Communications and Networks 1 1    
Foresight (Cambridge) 1  1   
Future Generation Computer Systems 4 4    
Future Internet 3 3    
Government Information Quarterly 3 2 1   
IEEE Access 4 4    
IEEE Engineering Management Review 1 1    
IEEE Network 1 1    
IEEE Transactions on Computational Social Systems 1 1    
Intelligent Systems in Accounting, Finance and Management 5 3 1 1  
International Journal of Accounting Information Systems 7 7    
International Journal of Communication Networks and Information Security 1 1    
International Journal of Computers, Communications and Control 1 1    
International Journal of Disclosure and Governance 1 1    
International Journal of Distributed Sensor Networks 1 1    
International Journal of Environmental Research and Public Health 1 1    
International Journal of Recent Technology and Engineering 2 1   1 
International Journal of Scientific and Technology Research 1  1   
Journal of Data and Information Quality 1 1    
Journal of Emerging Technologies in Accounting 13 12 1   
Journal of Information Systems 4 4    
Journal of Network and Computer Applications 1 1    
Journal of Advances in Management Research 1 1    
Journal of Business Ethics 1 1    
Journal of Corporate Accounting & Finance 1 1    
Journal of Entrepreneurship and Public Policy 1 1    
Journal of the Association for Information Systems 1 1    
Journal of Strategic Information Systems 1 1    
The Journal of Financial Perspectives 1 1    
Technological Forecasting and Social Change 3 3    
Accounting and Finance 2 1 1   
Accounting today 13 13    
Armed Forces Comptroller 1 1    
Australasian Accounting, Business and Finance Journal 1  1   
Business Horizons 6 6    
Computer Law and Security Review 2 2    
CPA Journal 1 1    
Electronic Commerce Research and Applications 2 2    
European Research Studies Journal 3 3    
Financial Innovation 4 4    
MIT Sloan Management Review 2 2    
MIT Technology Review 2 2    
Research in International Business and Finance 1   1  
Research Policy 2 2    
SSRN Electronic Journal 4 4    
Strategic Change 6 6    
Telematics and Informatics 6 4 1 1  
Journal of Accountancy 12 12    
Total 179 162 11 5 1 

(continued on next page) 
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that all interested parties who are afforded such rights can view less aggregated transaction data in real-time within the network based 
on their individual needs for decision-making (Moll and Yigitbasioglu, 2019; Yermack, 2017). For example, Sorter (1969) proposes an 
event approach to accounting theory by comparing it with the value approach in accounting. His example is an investor attempting to 
forecast the value of the firm using the two different approaches. He suggests that investors may forecast the firm’s future values based 
on the trend, size, and variability of current income or other aggregated values, which is more consistent with a value approach. 
Alternatively, investors may use accounting data to predict future sales, cost of sales, and taxes (Sorter, 1969). The real difference 
between the two approaches lies in the degree of accounting information aggregation. The event approach emphasizes using raw data 
and less aggregated information for decision-making while the value approach uses aggregated information. The question of how to 
aggregate and share accounting information among various users has always challenged accounting professions (Sheldon, 2018). The 
excitement and interest in blockchain-based technologies have raised awareness about the lack of financial standards (Singh, 2020) on 
the emerging FinTech products such as crypto-assets. However, “any aggregation generally involves loss of information” (Ijiri, 
1967:120). 

Recently, the availability of data from social media to the government explains why investor decision-making is more likely to be 
influenced by disaggregated data (Dai and Vasarhelyi, 2017). In other words, business partners and lenders prefer disaggregated data 
to help them better understand a business and to better guide their decisions. Financial advisory boards typically wish to receive raw 
data, not those manipulated by companies according to their flexible accounting standards (Cong et al., 2018: 7). Further, developing 
machine learning will provide better tools to improve the capabilities to make decisions using disaggregated data. According to Cong 
et al. (2018), while businesses will still provide aggregated numbers to satisfy financial reporting obligations, many businesses can 
openly offer disaggregated data on demand. For example, many jurisdictions around the world currently require public companies to 
produce financial reports using extensible business reporting language (XBRL). It is a de-facto standard for the digital exchange of 
financial information, allowing financial information to be aggregated, transmitted, and analyzed. XBRL used in the UK for company 
reporting is known as Inline XBRL or iXBRL. XBRL enables data to be processed automatically by software because XBRL can provide a 
computer-readable tag for each item of business data based on taxonomies used (Gov.UK, 2020). Whereas blockchain is a distributed 

Table 3 (continued ) 

Academic journals Overall No. of articles Types of analysis 

Conceptual Qualitative Quantitative Mixed  

Conceptual: 90.50 %  
Qualitative: 6.15 %  
Quantitative: 2.79 %  
Mixed: 0.56 %  

Fig. 2. Summarized topics covered in this review.  
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ledger system, XBRL is a data standard. Because blockchain will need data standards to work well, system designers, accounting 
practitioners and policy makers need to collaborate and identify whether existing standards like XBRL can be applied or new standards 
need to be developed as needed (Singh, 2020). 

4.2. Real-time accounting 

Blockchain is a cutting-edge technology that can transform invoicing, payment processing, contracts, and documentation (Kokina 
and Davenport, 2017). While items like cash, receivables, payables, and just-in-time manufacturing inventories are already kept up-to- 
date in ERPs, records in ERPs are centralized and lack multi-party validation. Blockchain allows for the public display of encrypted 
transactions that benefit from multi-party validation, thus enabling companies to provide real-time balance sheets, income statements, 
cash statements, inventory records and capital investments relevant to some business partners, clients, auditors, and regulators in the 
value chain (Cong et al., 2018, Smith, 2018). Because blockchain allows essential information to be instantly shared, it could enable a 
real-time, verifiable, and transparent accounting ecosystem wherein managers, accountants, business partners and investors can 
collaborate to verify transactions and provide reliable evidence for multi-party validation (Dai and Vasarhelyi, 2017). Blockchain- 
enabled, real-time accounting would significantly reduce opportunistic managerial behaviours to engage in accounting gimmicks 
and value-destroying actions to manipulate reported earnings. This is because such accounting can allow participants instantly to spot 
suspicious asset transfers and other transactions that risk conflicts of interests (Buterin, 2014; Tapscott and Tapscott, 2017; Yermack, 
2017; Yu et al., 2018). Sheldon (2018) proposes a new way to apply blockchain for accounting professions that share cases of 
misconduct among parties in real-time. Rozario and Vasarhelyi (2018) suggest using real-time accounting data recorded on block-
chains to inform audit procedures and real-time reporting. Wang and Kogan (2018) present a design for a blockchain-based transaction 
processing system (TPS). It entails developing a prototype to demonstrate the functionality of blockchain-based TPS in real-time 
accounting for continuous monitoring and fraud prevention. Sogaard (2021) introduces the real-time settlement of value-added tax 
(VAT) using real-time accounting information recorded in blockchains. Now, financial institutions can deliver in real-time so that 
every settlement is certain. For example, Ripple offers simpler and faster cross-border payments using blockchains in the global 
networks (Fanning and Centers, 2016). Blockchain will not replace the XBRL standard; it will become more efficient if XBRL provides 
high-quality structured data. XBRL combined with a blockchain can enable real-time reporting and real-time accounting (XBRL, 2019). 

4.3. Triple entry accounting 

Triple entry accounting using blockchain technology creates a shared ledger that can be viewed within business networks. 
Blockchain’s shared ledger can fundamentally improve transparency and trust using multi-party validated records (Cai, 2019; Carlin, 
2019; Dai and Vasarhelyi, 2017; Faccia and Mosteanu, 2019; Karajovic et al., 2019; Schmitz and Leoni, 2019; Simoyama et al., 2017; 
Tapscott and Euchner, 2019). 

Also available is a framework of triple entry accounting whereby a third layer of entries called “trebit” are added to explain 
additional income to the current debit and credit entries (Ijiri, 1967). This differs from the triple entry accounting because it adds 
digitally signed receipts shared by each agent, to provide powerful evidence by sharing the records (Grigg, 2005) in which a digitally 
signed receipt is the third transaction, thus ensuring trust and transparency of accounting records (Cai, 2019). Triple-entry accounting 
can also follow an independent and secure pattern to improve the reliability of financial statements, thus increasingly assuring that 
financial information can be shared with participants in blockchain networks (Dai and Vasarhelyi, 2017). This shared ledger can 
automate reconciliation to streamline the procedure and provide greater confidence in decision-making (ICAEW, 2018). McCallig et al. 
(2019) suggest faithfully representing financial reporting can be increased by using the shared data from independent entities, a 
transparent system, and open-access immutable storage provided by a blockchain. Of course, different businesses will have different 
needs for triple entry accounting systems. For example, banks have legal requirements to track individual transactions, while other 
enterprises have more aggregated demands. The design of triple entry accounting systems must fit the purpose of a long-term business 
strategy. 

4.4. Continuous auditing 

Traditional auditing methods have now become inadequate to support current and future business needs in the digital economy 
(Chiu et al., 2018). 

Continuous auditing refers to the use of advanced technology to automate audit activities on a continuous basis to test controls, 
analyse risks, identify exceptions or anomalies, analyse patterns, and review trends. It will likely advance towards the integration of 
artificial intelligence and blockchain to form a coherent ecosystem to improve assurance (Cong et al., 2018). Deloitte, Ernst & Young, 
PwC and KPMG (often referred to as the Big 4 accounting firms) report they are planning to use AI in audit planning, risk assessment, 
tests of transactions, analytics, and to prepare audit-work papers to benefit from saving time, faster data analysis, increased accuracy, 
in-depth knowledge, and better client service (Munoko et al., 2020). The Big 4 seek to use AI systems, especially machine learning, 
allow a system to learn from data to recognize/apply patterns and develop how new data is presented (Shaw, 2019; Shimamoto, 2018). 
Adopting machine learning has paved the way for advanced auditing, which can be enhanced by blockchain (Casino et al., 2019). For 
example, Ernst & Young launched a “plug-in, always-on” audit to use real-time blockchain data to replace current sampling practices. 
Blockchain can transform current auditing to be a more precise and timely automatic assurance system (Dai and Vasarhelyi, 2017) and 
add trust in AI systems (Salah et al., 2019; Cuomo, 2020; Foote, 2019). Once records have been approved, validated, and stored in a 
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blockchain, the records are immutable. Fanning and Centers (2016) suggest that blockchain can offer a real-time audit trail because 
information recorded on blockchain can improve audit efficiency and reduce human error (Kokina et al., 2017). The advantages evolve 
as follows: continuous auditing using blockchain reduces manual data extraction and audit preparation tasks (Schmitz and Leoni, 
2019), and, in CPA firms, being well connected to blockchain makes it easier for auditors to collect audit evidence and provide 
assurance services while the firms maintain confidentiality and security of their data (Vincent et al., 2020). 

While AI and blockchain offer technological tools for auditors, they still need data standards to provide a meaningful report, 
although whether the current XBRL reporting standards will be sufficient to be used by AI and blockchain remains a question. Whether 
XBRL can provide the quality machine-readable, unambiguous data that are necessary for better AI and blockchain applications, is, as 
yet, unknown. 

In addition to the four themes, we also note points of caution for organizations to consider when adopting this technology. 
Blockchains do not provide one-size-fits-all solutions in that they can be specifically applied to different situations and are not the only 
possible answer, nor even the best. However, blockchain can solve current accounting challenges by changing to multi-party validation 
of transactions, thus increasing trust and being conducive to digital corporate reporting. While no technology is completely reliable, 
blockchain can only be altered so false information is added or previous information is deleted if someone manages to obtain 51 % 
computing power. However, doing so is challenging in public blockchains owing to their distribution networks. The risk of hacking is 
even greater in private blockchains managed by administrators because a hacker can penetrate their networks or they can modify the 
operating rules and the contents of private blockchains. Further, believing that organizations will completely abandon their existing IT 
infrastructures and replace these with a blockchain is unreasonable. Rather, it will be one component of an IT infrastructure, and 
companies will start implementing blockchain in certain parts of their business to co-exist with their existing legacy systems since not 
all the data might reside on blockchains. 

5. Discussion 

The above four themes indicate how accounting and auditing could be changed with blockchain and AI technologies to improve 
transparency and trust in accounting practice. Accounting professionals can improve their decision-making with blockchain’s capacity 
to provide immutable, append-only, shared, verified, and agreed-upon (i.e., consensus-driven) data, and AI’s ability to learn from data 
that inform successful decision-making. 

Blockchain-enabled real-time accounting can improve efficiency, reduce settlement time in payments, and mitigate earnings 
manipulation. Triple entry accounting can reduce the cost of maintaining and reconciling the ledger. The event approach to accounting 
can provide clarity over ownership of assets. It can allow auditors to check the details of a transaction on how it is recorded and 
classified. For example, the event approach would enable auditors to check whether the inflow of cash is from sales or receivables, or 
new investments. Blockchain alongside AI technology will make continuous auditing possible. These advanced technologies will 
automate many labour-intensive accounting and auditing processes. This will improve the efficiency of accounting and auditing 
functions. Simultaneously, and this will also have a profound change in the way practitioners work. 

This next section discusses the theoretical and practical implications of the technological impact of blockchain and AI in accounting 
and auditing. 

5.1. Theoretical implications 

In theory, to some extent, blockchain’s specific capacity to provide transparency, accurate distribution, immutability, and the 
computer logic of technology can help companies to overcome information asymmetry and reduce ethical hazards through smart 
contracts or automation. Further, the technology can also facilitate a new way of collaborating financially for managers, accountants, 
business partners, investors, and auditors to achieve both cooperation and coordination in blockchain networks or ecosystems. 

From the agency theory perspective, blockchain technology will increase the difficulty for managers to manipulate accounting data 
because it provides smart contracts and records data precisely. Data recorded on a blockchain is validated through multi-party 
consensus. This makes it harder to tamper with the data. Additionally, many processes can be automated. For example, a shared 
blockchain ledger in the triple entry accounting automates reconciliation. Bill payment, expense reporting, auditing sampling, and 
compliance processes can be automated using blockchain-enabled smart contracts. This technology will make it easier for organiza-
tions to control and monitor accounting information. Financial fraud will thus be harder to hide when used together with AI to detect 
anomalies. In theory, suspicious fund transfers can also be detected in real time. 

However, it does not mean that the use of blockchain and artificial intelligence in accounting can eliminate fraud. This assertion of 
mitigating agency problems by reducing information asymmetry assumes that people are not manipulating the source or raw data in 
blockchains. It is worth noting that there are still incentives for firms to cheat by faking the source data if the potential benefits are 
large enough. If managers obtain 51 % of the computing power, they will be able to manipulate a blockchain’s ledger by adding false 
information or deleting/modifying historical data. 

From the stakeholder theory perspective, blockchain technology can be an effective mechanism to promote an open and inclusive 
environment. Interested parties like accountants, business partners, and investors can join and collaborate in blockchain ecosystems to 
view, update or validate transactions based on their access rights. Organizations can promote stakeholder inclusion and expand 
business opportunities in blockchain networks. The event approach to accounting with real-time data recorded on blockchains can 
meet the unique interests and objectives of different accounting information users, who then can use AI to recognize patterns and 
predict trends. Real-time accounting enables different users who have access to blockchain network to view transaction data as it 
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occurs. The triple entry accounting provides a unique shared ledger that can be viewed by permitted users as the single source of truth. 
Continuous auditing provides enhanced assurance to improve trust. However, it is critical to balance stakeholders’ conflicts of interest. 
Companies need to ensure the design of blockchain ecosystem to maximize its capacities to facilitate collaboration. 

5.2. Practical implications 

This section interprets the practical implications of blockchain-enabled accounting covering four aspects: the changing role of 
accountants and auditors, challenges, points of caution for those using blockchain technology, choices between different types of 
blockchains, and implications for small and medium practices (SMPs). 

5.2.1. Changing role of accountants and auditors 
Blockchain changes the traditional accounting processes by further digitalizing contemporary paper-based validation. It provides a 

better tool for accountants and auditors to focus on more valuable activities like strategy and in-depth analysis. Blockchain will not 
completely replace accountants or auditors because their expertise is needed to judge what is fair-value accounting, evaluate intan-
gible assets, assess depreciation, and distinguish types of leases (Hughes et al., 2019). More jobs will be created for accounting 
practitioners regarding assuring the authenticity of source documents and the worth of smart contracts (Yu et al., 2018). Accounts will 
play a vital role in generating, executing, and controlling smart contracts (Schmitz and Leoni, 2019). The changing roles will give 
accountants more capabilities and more time to concentrate on planning and evaluation to increase the scope of accounting (ICAEW, 
2018). When they use AI technology, it would be easier and more efficient for auditors to check and validate accounting transactions 
using data recorded on blockchains. The change will increase auditors’ value as they undertake more complex tasks such as smart 
contract reviews, risk assessments, predictive audits, real-time fraud detection, signature verification, software/algorithm audits, and 
audit compliance analyses (Boillet, 2017; Tan and Low, 2019). 

5.2.2. Challenges and points of caution for blockchain technology 
Blockchain is a developing technology. Currently, firms face technical, organizational, and legal challenges for blockchain 

adoption. For example, the most talked-about challenges are energy consumption, storage capacity, privacy, scalability, interopera-
bility, cybersecurity (Bertino et al., 2019; Buterin, 2014; Gilbert, 2016; O’Leary, 2019), top management support, organizational 
readiness, access to funds, technical competence, governance issues (Clohessy and Acton, 2019; Coyne and McMickle, 2017), and a 
lack of blockchain standardization (Guo and Liang, 2016; Hughes et al., 2019). 

Possibly, the technical challenges will be addressed as the technology evolves. For example, Intel is actively collaborating with R3, 
using silicon-based technologies like Intel® Software Guard Extensions (Intel® SGX), to help improve the privacy and security of 
blockchain solutions. The real challenge is with the change management concerning the people, culture, and processes. It involves 
process change, workflow change, and cultural change. Reaching the benefits might be more cumbersome than thought. As previously 
mentioned, blockchain can be quite situation specific and is not one-size-fits-all solutions to all the business problems. The use of the 
technology needs to align with the organizational purpose. Not all the data might reside on a blockchain. The choice between per-
missionless or permissioned blockchain has quite significant implications in terms of security and throughput. 

5.2.3. Choices between different types of blockchains 
When choosing blockchain applications, companies need to ensure that blockchain systems are suitably designed and configured, 

and use processes that are supported by their internal controls (FRC, 2018). An important aspect is whether blockchain can do things 
cheaper, better, or faster. Currently, the most common examples of public blockchains are Bitcoin (BTC) and Ethereum (ETH), and 
Litecoin (LTC) while the most common private examples are Ripple (XRP) and Hyperledger. The most common examples of consortium 
blockchains are Quorum, Hyperledger, and Corda. Whether a blockchain is permissionless or permissioned significantly influences it 
regarding security and throughput. Permissioned blockchains usually have higher throughput because security needs are reduced with 
known validators, while permissionless blockchains have lower throughput because security needs are high and more rigorous 
consensus algorithms are required. Currently, private and permissioned or consortium blockchains are likely to be first adopted into 
the mainstream business environment for six reasons: 1) to safeguard company’s sensitive information; 2) to differentiate access for 
stakeholders according to their needs for accounting information to better control who can view/update the ledger; 3) to lower the cost 
of validation since the consensus mechanism is less expensive because identifiers are known and fewer nodes are needed to achieve 
consensus; 4) to share certain accounting records with internal departments or external suppliers, customers, investors, regulators and 
auditors; 5) to increase control of participants so transactions can be more rapidly verified; and 6) to fix or reverse transactions more 
flexibly (Coyne and McMickle, 2017; Sheldon, 2019; Yermack, 2017). 

5.2.4. Implications for small and medium practices (SMPs) 
The Big 4 firms are pioneering blockchain and AI applications in their businesses, which concerns SMPs, who may not have suf-

ficient funds or relevant competence to implement blockchain-related services. SMPs should not underestimate the difficulties asso-
ciated with implementing complex technology. The large firms would capture more market power while SMPs may be left with poorer 
accountancy/audit options. Ultimately, accounting professions may face an increased inequality gap between big firms and SMPs. 
Professional accountancy organizations (PAOs) can strive to support SMPs in improving their technical competence by conducting 
SMP forums to keep practitioners updated with blockchain applications in accounting and auditing. Companies, accountants, auditors, 
system developers, and regulators must collaborate to invest their knowledge and skills in designing and implementing blockchains in 
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the world of financial record-keeping, together with the use of AI to improve business operations and resilience to meet the needs of the 
digital economy. 

6. Conclusion and future research 

This study reviews and summarizes four themes marking the changes in recordkeeping in accounting with blockchain technology. 
This technology can provide shared, verified, and agreed-upon (i.e., consensus-driven) auditable data. Auditing can enhance audit 
effectiveness with AI tools by using traceable and auditable blockchain data. This review interprets the results using agency and 
stakeholder theories to explain how blockchain-enabled accounting can avoid information asymmetry and include all stakeholders 
because blockchain offers new ways of organizing collaboration. However, it is a new, evolving technology that will challenge or-
ganizations faced with possible risks from embracing blockchain in accounting. Therefore, more research is needed to explore more 
cases of using blockchain-enabled accounting. Lastly, this study suggests some questions that future research could seek to answer and 
thus broaden blockchain literature with empirical research. They could ask: What types of accounting transactions can be recorded on 
a blockchain, and at what cost? How can blockchain data be synchronized in AI-enabled auditing? What are the data standards that 
blockchain and AI can reach? How can businesses govern blockchain-based accounting information systems? How can regulations be 
adjusted to guide and support innovation in blockchain-based accounting information systems and AI-enabled auditing? What 
different responses and challenges face large accounting and auditing practices and SMPs from adopting blockchain? Blockchain needs 
to be developed, standardized, and improved to overcome technical, organizational, and regulatory challenges to become truly an 
integral part of the financial system. 
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